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U 1 uni (Introduction)
1.1 AMNFIUYBINISNAFIU

N137AFDULIILIEUU (Penetration Test) LﬁjUﬂixﬁJ’JUﬂ’]ﬁ‘ﬁg‘\‘iLJUﬂWiﬂizLﬁﬂﬂ??MﬁUM
Uasnsfovassruulasnissassnmslanfiszuuiieaumsasimuazdssiiununumugessuune
nslauiiads 9 Turasifontu namndeuaIzszUUYILUN TIAABUAIE NN AN TTHYE 1AL AT 93
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Uaondovesssuulvdarumumusnndsdunenislasiluowian msveasuineszuudueiosiiof
ddylunszuiunsinmanulasafvvessruuamsaumalaranadlninnsuiuUpanudediela

Tusguuiiu 9 Tussans

snaaeuatsiiiiunisdiiiunisvageuiatzsyuu (Penetration Test) JULUU Grey-box uag
Black-box Penetrationt test UUS¥UUUUIMITIANIIA LA panszdUnsTuuInIg Tas
Usznaulume nmssnvarudasnfousundady (Application Security), msé’]’mmi%m%‘cﬁ% (Access
Control), wazAMABIALTBY AT A BRIt UgINTTY Tes1azBealmaneuandlumsnauans

LATDUUIMLIBUUENINLINABN UAT Environment

AN5199 ¢ 1 5188208 NUN8EINSUNISNAEDU

WInHNEN1SNAFEDU

=)

1 https://e2e-m1-testapp.app.baac.or.th

https://e2e-m2-testapp.app.baac.or.th

https://e2e-uat-m3ui.app.baac.or.th

https://e2e-md-testapp.app.baac.or.th

O | | WVW|[IDN

https://uat-efiling.app.baac.or.th
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Andy

o iilelnvaiausuuglunisifiuUszAnsualunisasiunislanfoinaynsn uasusuuse
wmsnisUaafunagssuuauUasademuiilasuannsnageu

1.3 ASAATIZUTZAUAMMEDIAIUTIIN5YRININATIINY

Tun1smeaauASILSANUTDINT 31U 7 519015 LasnUIUsEauaAuEsdlasall AnuLEssUuY
NANY 91U 3 S18N1T AULALIAT 31U 3 519015 wag Tuhnld 311U 1 519015 wazlasunis

wnlaravun InguanImunsUfLansnILaig

SNUANSHNATDILUNINITNULDINT (ASIESN) I1UIU 7 519715

S18NSNAYDIAINISNULBILAT (MAFDULT) N ULDILNIALYRD
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UNA 2 YBULYANITANLTIUIUY
2.1 5892 INTNAGTBY
A1999 : 2 danan1svegeulaalunsnIusIenIs
ID nanssy JunatuNg NUBLN
1 | Penetration test 24 paAY 2568 - 6 NEAINBY 2568
Initial Testing
2 | Remediation by Developer 6 - 9 WAINYU 2568
3 | Penetration test 10 ngAINNBU 2568

Re-visit Testing

4 | Deliver Re-visit Report 10 ngAINNBU 2568

2.2 wsaedlantylun1snagau

dialiaseansanuazanuaseuaqulumslinsenvedin funageulalyisnisuuy

naunaulaglanunsostiouuudnludfvagluaudunmaaeusiuiu wsesdlenlylunssuiunisiifiveil

fi BAAC ATM (Automated Transfer Machine)

AN : 3 LAASLAS DL AN IUNAABUANNIIENNS

OLATNLD ANOBUNY Tool type

=)

1. | NMAP (Network | ifuiadesiiodmivaunuuaziinseniaiovisiilely | Automatic
Mapper) NN9ATINABULAYAUVIATBILLTTY (hosts) LazuINTg
(services) fiviausg uuaIeve Suflanuaiunsalu
ASAUNUNETA (port scanning) i enTI988 U MNeTA
Taq vuadesd manegnidasyviely swdanisssy
spUUUf A5 vieung vuag eumaiun e
uaNNT NMAP SaMan N TALN LU TE LAY

LUUANNBDASIEB U LIMILAEANNUARAN 8UDITLUU

'
= o

WueSesfiengnianlylunisnegeuanuaiesuay

Y
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=)

CRIGERND ANOBUNY Tool type

ANUUaenNv01A30Y18lUNITIAGBULANE TEULLAY

NNSUTLLIUAULAIUDITEUUABUNILADST.

sslscan/testssl.sh WJuas esdodusunisnaasunituvasndeved | Automatic
Wsiaesilyluslaaea SSL/TLS @ wfngnlalile
G]i’)ﬂﬁ@‘Uﬂ’]iﬂc’muwﬂIWLLazmﬂ{jjﬁu“U@\‘i SSL/TLS v
@svnesvsaiiulen wisdlewmardvrslunisaum
Jymiienadatuiefuaudasase wy vedwmly
N15AIMUAAT SSL/TLS, mﬂsgmuﬁuaaé’zyiymﬁﬁﬁa
(certificates) La¥N1TATIADUAINUUADAA YUD
Aulendily SSL/TLS saufelaywidi i savesiunis

L%Iaﬁasuaﬂrzdaaﬂ Certificate Authority (CA) anY

Nessus Wuasosilan1snsiasuauvasnsswuusalulia | Automatic
(Automated Security Scan) 9 9daiuaunsalunis
ALNUBLALATIVADUNNYILIMIN BN ANULA BN DT U

ADUNILADIHATLASDUY

Wireshark wWuas esiiodwmsizuldsinavapsaviowuulowny | Manual
go5a MAMTUnTITURaIATIZNLN ARV oY AT
A9NUATBVIY ANUITOANTULATLERNISIEALLDUAVDY
2% & =~ ¢ = ¥ 2 &
WRALAALUULSEALNY 5UDINITNTDILALAUILAALNA
audeulunieg vrglunisunladyuiaieany ns

A9 UANUUIBANY LaENITILATITAIUSIAADA

Ettercap Wumsestlenladmsunislaufiaseviawuy Man-in- | Manual
the-middle Attack N1395393UKALNITUNINLATOVIY
(Network sniffing and Network attack) $918401500

(%
[y

FUVBLANIQNAINIUATEUY LU TIANIU (passwords),
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CRIGERND ANOBUNY Tool type

=)

w51L35n (network frames), wazuiAinvayadu 9

2.3 NuUNaaau

A5199 : 4 nsnedaulasiunisinefiunadeunuseTelunisnenIuans

7 ﬁw%aémaau Certification Usraun1sain1svhneu
1 | Warunyou OCSP, CEH, CompTIA ffiunsusifiurelmuaznade Uiz
Sunpachit Security+, CompTIA yuuluszAu Mobile Application, Web
Pentest+, CC Application, Network, Thick-client
Application Tugsfian1sRdunssuAs
sauunay Usfade wazdus Taed
UszaumsaimumsUssifiuredmuay
NAFEUNZSTUUNINNI 15 O
2 | Pongsathon OCSP, CEH, CompTIA | fudunsusediutesmuasnadouians
Sirithanyakul Security+, CompTIA yuuluszAu Mobile Application, Web
Pentest+, CC Application, Network, Thick-client

Application Tugsfian1sRdunssuIAs
nsauuan Usedude wagdue lawdl
UszaunsununsUsiliuredmuay

PNAFDULINLTEUUNINAN 7 U

2.4 YpANA

nsnageuiidunmsmageuanlulia1fmmuaniu (point-in-time test) kagn15UssIiuAY

'
o w

Uasadegndineglurisiafinnasduly Laifiiiuiuiaznsvegeuiiudne1sasdaneden
dunaiiuladn veuugilusdiunmedeuveslmiiiuiuseunsly TIu8IN1MAEEUNISINETEUY
vuszvuidusreymrialednisildsunlasidfy wu n1sidsunestugenaulsivunionisanm

aunsalvy mswdsuulasiddguiioadumelniavedmlv o
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UNA 3 WUINNNIINAGDU

3.1 An1snlalun1snasdau

T UseaInvaIn1TUsE Ul ADN1INTIANUYRILNINT 09A00UN N BIN1TUTUUTY wayin
yorauakuslunisunledymiiinuiazsgazidanveiniun 09N ugU UAns n1susedu

ﬂi@‘Uﬂijllaﬂﬁ’]ll‘LJ‘i%Lﬂﬂ%@ﬂﬂ?iﬂﬂﬁawﬁa\ﬂﬁ?LLﬁEﬂ’ﬁ‘V]ﬂﬂ@‘ULﬁ]’]%i%UUG]’]ZJG]’]iNﬂ’maN

A15199 : 5 USELANBIn1SNageumvedlninag MSNAERULANE SE UL

MVARBULUUNABIM MINATOULUUNABIN MTNATOULUUNABIYT)
(Black box) (Grey box) (White box)
1) lsndumedvweyaifentu | 1) fwunszuudmane 1) W1 source-codes 18435 UY
Wvnevesszuy 2) ntfydylaluunnay th q
2) Suduposdudulmneno | 3) ndesueseandenns | 2) IndesuieseasiBenvasun
yadouIzar Uy Wevosty | Tsnussuuumasay awiandumslasny
NINAFOUNBNTBULYN

3) lulndydyladwiuneaeu

bA1EITEUY

MU AT AN EUIUNIINNIIAEB UL TYUU 21NNTOUNTAREUANS 9 (Framework)
Lﬁaﬁmm'ﬁzqﬂﬂsﬁﬁmwauﬁuamwLmayaumimaauLmzszwﬁfu 1Y NSTUIUNSVAEDY
AuUasnfeRan1uaILRsEnTnNIsle T uaNsALIA (Human) 119a1un1EaTN (Physical) n15
naaoulasIn Elliym g (Wireless) 910 Open Source Security Testing Methodology Manual
(OSSTMM) V3 NISNAREULIIY TEUUTBITEUUATSAUMAULAS pelnsdnniladio Mobile Application
Security Verification Standard (MASVS) ikag OWASP Mobile Security Testing Guide (MSTG) N9

NAFDULINESTUULIULBUNAIATU OWASP Testing Guide (OTG) va 1unu
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3.2 Yoya1ednlyusiliuadnandes

3.2.1 OWASP Top 10 Application Security Risks - 2021

Wusenuiiimuasasssydgmiinetvesiuanudasadelunsimuiwazaniuniswey

waadufinuueslunslynuase 'ﬁwmuﬁgmmmmﬁm OWASP (Open Web Application Security

Project) @aglauunisiasuassaudasadsluivueundindunazgenauls nsseydaymaiy

Uaendenddgigninauslusisauivislninimuiuasyguassuuaunsnssywasunludymaiu

AnulasnsulutunaunIsiautasatun1skaUnandulaoesiussansain

AN © 6 183UV OWASP Top 10 Application Security Risks — 2021

(https://owasp.org/Top10/)

OWASP Top 10

Application 2021

ANB5SUNY

A1l: Broken Access

Control

ANudssngvesiudlunisauaunswfisweyanseiendy

lusguulaglugneemieluiivme Jeoravilugludssasadanuisawii

Yoyarsaisemsiilulaiueugn MeasBenn1svinnueTInd:

1.

nswdweyantulaiuenne: yluvszasnfenvaiunsanivweya
nimnudursenddglaelulasueunyn lnesenluveyaiilugnan

N3991139 lUIN1IATIVADUNITANTNITUND

]
=

nsiAsuutasuoyadilulafuoynn: yludszasadenariinis
Wasuuasweyafiddyviedanuddylnglulauougn G9e19
amalmAnanudemevieauianaialusyuy
nsvimemsiilala¥uoyge: gludsvasafenadidunsmenisd
dsmansenudilufisuszasanossuunievoya Taslystendundo
anuanansafilslaiueyan

nsunledgyifervesiussau Al awnsavilalaenislyszuy

ﬂ?iﬂ’]‘i,lﬂllﬂ’]im?ﬁ\‘iﬁL“UQJ\‘i’mLLazﬂiaUﬂQN MNINITNAFBULATATIVEBY

ANUUADANEYDITLUUDEIANLAND
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OWASP Top 10

Application 2021

ANB5SUNY

A2: Cryptographic

Anudssineavesiudymilunislumadanisiwisiaiilugnees

Failures violufiome Fsoravinlnveyailifsmestuanudunienuaondogn
Dawmeviognuenainiula
FEALBEANITINUDITIUNDN:

1. msleiBnsanstaiilufisme: nmsleisnsanstailumnganvie
feandssas wu nsleisnsansiaigniaisudeiduiisdnly
amnlaasade

2. ATWEINAUTOMNIUA: NFATILAENTIAMSUnIaNssTaTla
Uaonsty Georavilgludsrasadannsoinisssusliaviewnis
joyadiddnyla

3. AIANTSAUMTINMIANLAU: miLﬁ‘u%’ﬂmLLazmiﬁﬂmﬁﬁU%ﬁmﬁﬁ
wnsaetafiveunnseanionisdanisitlumunzanvinluvoyagn
Uawmensagnuenaniu

4. msysaEsTULRN T Matszgnalysruumansaiidvounnges
vafimadenlauulignees Feenavilueyadssmenislou
Aswn bty e Ba et US89y A2 @ansavinlalaenasley

weluladnisensiaidanudasndowazmuzay saufanisuiulss
NT¥UIUNTAT AT ANISA VAT T AN S ST aRe 19z s Touasd)
Usgdnanm

A3: Injection anudssiiAsivestunisdanslavszasnaidalulureyauie

U]
o v a

ﬂ’]ﬁxﬁ/l%‘ULGUWZJWI‘L!%‘U‘UIW813419’!%1.1ﬂ?i@]ﬁ’lﬂﬁa‘tl%%@ﬂia\‘iam\‘iLM&JWE‘IN Y9919
Mluianislan@Auuy Injection L¥U SQL Injection, Command Injection,

LDAP Injection, 39 XML Injection

S18ALLDYANITVINIUVBITIZNU A3 FIUTOTIN:
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OWASP Top 10

Application 2021

ANB5SUNY

1. SOL Injection: m3tlslan SQL filuvszasailuvoyafignasuialy
ueUndinduiteisteusuiudsuroyalugiuvoya

2. Command Injection: nsifdlanddsszuuiiladsyasailuvoyadign
anvnnluseundiedudiie fumdslussuuvianiwoyadilulady
AR

3. LDAP Injection: n13ifdlan LDAP #iluszasailurayafignasianan
Tuweundinduiiiolanfiuinislasnveiuaziandsoyaiidndy

4. XML Injection: n3dldlan XML filuuszasalureya XML fignasian
uluseundindudiielanfissuunioidamsvoyaiiazidanndy
aush
AsUesfunsTauALUY Injection @unsavinlalaenislyfiudisaia

[

AVITUaYNIRIOLARYIMINTAUNBUNLAUVIFTLUY TIuDINsliundin

anslumsivntegiuveya waznisleiunddadnslunissudidessuunie

[enlyusnisannnieuen

Ad: Insecure

Design

ANULE 8971 LA ©2989AUNTOBNLUULAL AT 1L UNELAT ULAe lu AT D
1INIFINANUUAANELAEUANNITRNLUUNUaBA YR 1L EINE T981391

Tniingedlmiiazauluvasndonis q TuleUnaady

F188LLDYANITVINIUVBITIBNU Ad FI1TOTINA:

o a £

1. M3veAnNansalun1sdnindns: msviaauamisalunisdiie
AvSuazmuaunaieyaviioliniuveeundiedy Ssoraviiln
yhilsyasarannsanfeeyailumngaumvieriiniansesiila
Wianza

[y a

2. mstuaiidianisUesiunituvesveya: n1seanuukoUnaadulay

[ [
[y

luenfiafian1sUssiuiivuvesnaya FeonavinluveyandiAygn
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OWASP Top 10

Application 2021

ANB5SUNY

UOamevegnlalaenludszans
3. A1591AAINAINTTUNIIATIVABULALNITAAAIN: N1TYA
AuENnsalunInsRdeukazAnmuianssuiiAnTuluszuy 1w

nslutinstuiindenvseluiiniswaaiauiiodfanssuiduldlules

nsunladymAiiearesiuseanu Ad aunsavilalagnisesniuy
arNauIkaUNaATUlae AT 9PN UaBAN IH ILARNY SIUAINIThY
nannIskazmAluladivasnde Wi eannNULd 8999989l warAnuly

Uaannaluwaunanty

AbL: Security

Misconfiguration

ANULEBNLNEIVDINUNITANAUAALAZNITAIAITEUUNS DA UNELA
Fulaelugnaemieluiismeiniiavedmnidameveyansoinlniin

anululasnsiey

FIU8BEANITVINNUVBITIBIU A5 d13N50TIud:

1. eduauitluvasade: nslaGunuiiludaensevienitianudes
i saruSuauignaaly, nadealrnuilaesiilusudu

2. miﬁmuﬂﬂlw?mélﬁgﬂgaﬂ: M3t muaAAVS VS edvETluiaame v
Ty laszasaiannsanisoyavidofndudilalaiueugala

3. nstangasBeansvhauilusudu: msfisnsazBennisiieu
vioveyaiilusiduwilugluuszasaianunsolaveyatulunislond
ln

4. ANBURALaENTIANTNEITU: MIvAMISUnnToiALI Ve
msdnmsnestuiianansavilmietesmiifituniulasadedvie

Mluanenuluvasadsluszuy

nsunladeymiti e1eeenusieau A5 ausavinlalagnisnann

szuvwazieundndulndulumundnnisuazunnsgiuanuasasdy suds
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OWASP Top 10

Application 2021

ANB5SUNY

nsnageuANUaenfBlarn1sATIvdeunsisatiiolriulanludanaiy

deomsevedmlag Nidaweveyavsevilminanululasasielussuy

A6: Vulnerable
and Outdated

Components

AULALINLNE2YBINUNITIIUEIUUTENDUVBITLUUNI DL OUNALA
Funivedlmnsenostuninianuluvasnsy o1y luinmnuidsaLay

wlng 9 Tuszuu

S19a8LBIANITYINNUVBITIBNU A6 @1115TIUD:

1. mslsauaulszneudiiivedin: mslvsuaznsimnauyssney
wialausi3adyedlmluszuu wu lausi3idvesdnivessia
govlausng q vieymadosdiefiluvasnsde

2. mslanuaiudsznounestuini: msluauaiulsenounsolaus
dunestunuasdvedmilaumaunliluneiduaan

3. M1591ANTSUAALATAITIANISIITY: N15VIANTSULAALAZATS
Sansnestuiianusavilminaalulasadelussuu wavvedd

I
Y

ArunNuUannnesi

nsunludym A eavesiusIeu A6 @mnsavitlalaenisiionig
ALNUBLALATIVEBUAIUUTLNBUVBITEUUNS B UNALATULN 8RSV
aUUseNaUNTYe NI ITULN tazyinn1ssumarsannlvaulsenau

wiauielniinnulaenieigey

A7: |dentification
and
Authentication

Failures

ussenuitlnenud Aty ”UﬂzymLﬁ'mf‘ﬁ’umsixqﬁmmmxﬂﬁ
Suseasinu Jaduaiudidyuesnnulasnsevessyuu Welinuianain
Andulumsssyrienssusesiin yludszasrrorailloniawnfseyavie
andudilumngay vienseviinslugiusklasfignavulnianias laglula

FUNITATIVED UYL AN ZE

UALLDUATINYIVDIDIDTIND:
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OWASP Top 10

Application 2021

ANB5SUNY

1. Weak Password Policies: Wlgunediluwssaienfunissesianiui
fanuvasade vilvglulssasaiamnsaiinisasonasianu
yi3elaisnsma q iileudeninigssuy

2. Brute Force Attacks: M3lauflagnsMnaimsianILuaunIzny
satignaes Seoradululadlesruuluiimssiinsaundsfianan
sAgITUY

3. Weak Multifactor Authentication (MFA): nslaianistudusnnuidl
anudaoasfoluiiioame wu n1sly SMS lunisiudusaaud ady
seuuiiflvadln

4. Session Management: ﬂiymﬁLﬁ'snsgaaﬁ’umiifmﬂmena%’u Fa019vh
Ty lausvasaiannsnvilmeatunienssnvoslsuney vie
WNIINNITEUTUFRIAY

v A

5. Insufficient Account Lockout: mﬂmﬁﬂﬁﬁaﬂ‘uiymﬂﬁﬂmﬂﬁﬁmu
ATINEILIIG SEULRANAIAAUA MU 819l ludsvasad
gnansanfiunislanfnigisnisnaasumsianulalagluivediing

]
v

nsunladyiluiiveiidndunssdinsanulouisanudaonded
WunANgINUNITTEYAINULAZN1TSUTBIRInY Taudanislumalulagng
ANUAASBUINTY LBU 1151 MFA #39n1518350135 U509 UNTAIY

WLINUINTU

A8: Software and
Data Integrity

Failures

AN gIvasiuAMURANaIAluge LIS AT YO AN AN

inveyavizesannmsgnitisundamsaiaelaglulaiusyg e

YATLDUANITVINIUTILNEIVDIDNDTINDN:
1. YBUNNTBIUTBNALIT: NTWAILITDNALISTLVBUNNTDID199IN 1l

gaalmfvinluylussasnfaunsanfisszuunseveyalaglulasu
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OWASP Top 10

Application 2021

ANB5SUNY

UYN

o w A o

2. Msgaydeveya: aydeveyadifnvsedisesvayandrfyernindy
Wennstavadluseuunsegenmuls
3. nswdsuuvameyailulasuaygin: nislaudndsuiUaseyai

lnelulasuougn wu n1sWeuveyaatlugiuveyanseolnad

28

dn

€
EQ e

Gl
4. msﬁmﬁausﬁjayja:mﬁLiJﬁ'sJuLLUaaﬂ'w%ayjaﬁ'efwamwum'ams
Uszananavidomsindulalnglalaiueyan
5. msarwerlawasidauilutuas nisiauserawsidvaunnses

wevadlmenvasanuluiuadunsinuvesssuuLaseys

nsIaNTsANUasnievaweniITkarveya Twtanslumalulad
wazaasnsnmnzay Wudsddylunsdesiunsgydeveyauazauly

anesvasszuvluanunsanluaafn

A9: Security
Logging and
Monitoring

Failures

AMULEsAgIvesiudymlunsiuiinuazaadeuauUasnde
Y8355 UU Feaavitussuuluaiunsonsiadunsessufanssuiilumansay

yaiinAURAUNAlUsEUUl AR 1T UNT

SrwazBeamsTnNUTiEves0NaTIE:

1. vwanuansalunisduiinmanisa: seuud luaiunsodudin
wnnsaindefianssudiiad uluszuulnessnseuagu virlnly
410150052980 UNS 0311 ¥ AINssUT LT usUnsele e 19l
Uszansnmw

2. gpunnsedlunsnsrasunsdnuazaniyyenisloud: szuudil
mmaamm%’uLLaziwmumqmsajﬁmmﬁumﬂwaw%ﬁﬂﬂﬁﬁuﬁ'

LNEYIVDINUAINULUASUBITE U
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OWASP Top 10

Application 2021

ANB5SUNY

3. gpunnsedlunisuaaioumaman: ssuuitliannsoutaieuygua
ssvuvFenlsiiismondioiamgnisaiiiddgrieidusunse

4. vounwTesluNIIAILANNITUNENYITL: NITIRANAINTTlLUNTS
AuAuNTTsaznssaliasufinuanisal dsonavinlugly
UsvanAranansaiauazunluveyatufinimgnisaila

5. vpunnsedlunisdafiureyaimgnisa: mstuiinveyamnmsnil
disawondolunsouagu Fsoravluluanusatvoyaimanisaian

Twrsizunsolelunisnsiageualnud unswesssuulaog 19l

Ysgansnn

nsunladynintuanuaiusalun1siuinuazn 198 uAIx
Uaoniuvasszuu swdansivimaluladuaznisasisuleguiemangay 1oy

dsddlunisusaiunislanfnarSnw1ALILAIsEUUI19M BB

o

A10: Server-Side

Request Forgery

AdeIAgIvesiunstauRyluUsyanRaseAIve (request) 1
augsneswalinnsUsztanadveliululadsiies Fenwilninua
nsgnudulunszase sudanswifwweyanelussuunsessuuiieyly

sev1en1gly BIen1slanAsy § NNEIveiuNITI0eMNHUTINIDS

188D YANITVININUYVT AL0 DI1AFINDINISLAUAAGNATALUNIS
A49A1U9 HTTP A4 URL 1% tUFansnennslutasevranielu nsanisly
TUslameanisenusaasrvatiavinaunislueseudsuesnluaiswinale

NIUNTBUBN

N15UB9 U A10 @1115091lAlAENISASIVABULALNTDIANVDT @90
W50 WaENISIBNISAIUUATATINALUNITEIIDINSTNYINTIEAUTEUUN
g99u unsnslynisasiaasuiazassiuiinimensaiionsiadunislaud

meAsillaegnaliussansnn
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AN ¢ 7 ALYV BNLNEIUBINU Common Weakness enumuration

#2v8 CWE Top 25

AN95UY

CWE-79: Cross-site Scripting (XSS)

goslmilinanmslunsivaeuveyaniuwanneuily
WAAIHAUUMULIU Yinluplanfanunsaunsn script vy

dunsele

CWE-787: Out-of-bounds Write

MaTeuveyaiuva U buffer NTAas3LI 819V

TAnnsyiauiianaavsegnivlunislaufssuy

CWE-89: SQL Injection

goslvinkinannislunsiaaeureyaiisulvININey
wldlalu SQL command vinlulaudanunsawnludnds

saL la

CWE-352: Cross-Site Request Forgery
(CSRF)

mslaudnivaenivylyd login agvhAmdsnluladslalag

Lygen

CWE-22: Path Traversal

goslvneygwlvlandinialvlavielasnnes

YONLNLRINNNANUA LD

CWE-125: Out-of-bounds Read

MIoVBYANUYBUAYEY buffer NTAaTSLY 913vIIn

Anns$lvavesveyavisessuvay

CWE-78: OS Command Injection

ol vglaufanunsaunsnAdaves

sruvUuRnslanumseundady

CWE-416: Use After Free

nslwau memory #ign free Tuan envviilniin

neAnssuntuAnAnnsagnlylunislaud

CWE-862: Missing Authorization

NNSUIANITNTIVABUANS LUNISLUDMSNINTUTO

Wanai

CWE-434: Unrestricted Upload of File
with Dangerous Type

mseugnlrsUlnanlnanidusunselaglusinng

A59EaUUsELAN A

CWE-94: Code Injection

goslmfviluglaufaunsausnuas sulaaidu

dunsele

CWE-20: Improper Input Validation

mﬂummaaummgﬂmawawagaﬁ%’uLsmm

CWE-77: Command Injection

NSUNINAEITLIUSUATIHUNG input VBILBUNELA

o

vU
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#2v8 CWE Top 25

AN95UY

CWE-287: Improper Authentication

N139519FRUMAUN LN aUVS o LaLNeane

CWE-269: Improper Privilege

Management

nsdansansnlumnzay onvilvledidnsuniuly

CWE-502: Deserialization of
Untrusted Data

msulasweyanluwidediendudu object aaulug

ns5ulaeidusunsie

CWE-200: Exposure of Sensitive

Information

=

madamevayaiazidenseulniuynluiians

CWE-863: Incorrect Authorization

MINTIvERUAVELIgNABY

CWE-918: Server-Side Request
Forgery (SSRF)

goslvanvilvlauanansadedul server asinvaludl

Yanenanlulesdla

CWE-119: Improper Restriction of

Operations within Memory Buffer

N15317AN1579un18Ty memory buffer Nlausngau

CWE-476: NULL Pointer Dereference

n151ds pointer Aflaidu NULL vinlwin crash wse

noAnsIuTluAIAAA

CWE-798: Use of Hard-coded

Credentials

15l username Uag password Nwngeglulan

CWE-190: Integer Overflow or

Wraparound

mMsauvesiarwIminioalugnginssuiily

ANAR

CWE-400: Uncontrolled Resource

Consumption

mslandnensiluinisaiua 913vilwin Denial of

Service

CWE-306: Missing Authentication for

Critical Function

NSVINNITATIVABUFIAUE NS UNINTUNEAgy

3.2.3 CVSS Score

CVSS (Common Vulnerability Scoring System) ﬁasw‘umLLuummgmé’m%’UUixLﬁumm

suussvesrasly Tneflsnsuuudsdl
None: 0.0
Low: 0.1 - 3.9
Medium: 4.0 - 6.9
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High: 7.0 - 8.9
Critical: 9.0 - 10.0

(%
v =

vunewe: CWE 1dunisdamnnydszianvesyedlm lulvwestmianizianzas dsiudsluiazuuy
CVsS fimed unardivasezuuuiinuvesluunazUssinm Tasasuuu CVSS Aunadasgnivualniiy
CVE (¥aslmianng) unazi

3.3 Lw‘%nsﬂmmwani:muLLa::m'mﬁw::Lﬁu (Impact and Likelihood Matrix)

N1m 3§74 OWASP Risk Rating Methodology standards (https://owasp.org/www-

community/OWASP_Risk_Rating_Methodology) anlulumsiiansanuazusziiuanuurazidures

winnsafiildudunsienassuumulasndy Sudmansenuiionnfaluanmenisairaitiy Mie
nmstaiinianisandanulasnderetssuuveya N153AsIsnANUIIsdukasNanENUll

WU IRz UNaS s TneazLdsnnan Uil

3.3.1 Jaseiildusuiunansenu (Impact Factors)

NMTIATIEVHANTENUYBEANNAEYNANTUNTTlUA Tanatla uay "83g3Ae" Msin
AYLUUNANSENULASL

M1519 1 8 AzuuuvaINansEnulunu Banata" uag "LTagsie”

LEUNNANTENU UYNUAZLUY

1. YadevasnansznulBaunan (Technical Impact Factor)

v

nmsgeydeveyaidunnudu | 2: veyaiiluddydnuesgnidame
(Loss of Confidentiality) 6: voyafidfaanuesvseveyaitudAguingnidaume
7: veyanddyanngndaue

9: vayavavuAgnIdaLHe

msgydennuaNyavieny | 1t veyademeifivadnuos
undofievoseya (Loss of 3 Yoyademeesuusaisndnuas
Integrity) 5: Teyadeveiiisndnuasesnn g
7: Yoy Al devnEeE 1 TULII0E 1NN

9: YayaavHALEYEaVLA

nsaydeAunsenlvy 1: Services gnugatiATILiBnaNURY

(Loss of Availability) 5: Services gnvigntIATILIBNANURY 30 Services gNYYN

Page 25 of 63


https://owasp.org/www-community/OWASP_Risk_Rating_Methodology
https://owasp.org/www-community/OWASP_Risk_Rating_Methodology

oy ssuunuUIMIsIansaunmvtiiiesnsedunisinuinis

(Enhance Debt Management Service) ﬁ'agzy’]l,asuﬁ 64006243

26

NUTHANSTNY UYUATLUL
$2A311981917199919
7: Services gﬂﬁ&;ﬂ%ﬂiﬂ@éﬂﬂ%ﬂ%ﬁ
9: N Services gyAglUogsanysal
nsgeydenusuinvey 1: gnansafnaudnlaaue
(Loss of Accountability) 7: omavannsfnnusala

9: luanunsaszuinuvsednnudale

2. Jad890NansyNuUIBegsna (Business Impact Factors)

HupyNMIAYENLTNTD LY

AULAENIENIINITIRUY 1:
(Financial Damage) 3: finansznunelsusysdidnuee
7: fnansenunerilsusyindesnafitudfay
9: AuATANENIIRY
mudemefiintuiuiodss | 1 farudemednues
vidonwanwal a: gryAvgnAnseddny
(Reputation Damage) 5: ajzyﬁammﬁ%%aaa
9: fanudemenetoidviiouusun
mslufdRmunguine vie | 2 msssdaifisndnues
ulewe viewnsgudidvualy | 5: msaidiadidaiau
(Non-compliance) 7: MsazidnTyaues
msazidiaenanduaiuiives | 3: nilayana
‘lgﬂﬂﬁ%%@%@iiﬂﬁ?i’]ﬁ‘i,\lﬂﬂﬁ 5: wdnseuay
(Privacy Violation) 7: ianwuAu
9: wnauAY
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3.3.2 Jadeiildusafiunnnuinasiu (Likelihood Factors)
Anuwazidulsznoune Jadeves "daunuyanasy” uag "sodln" N159nI2AUAINLITY
WOudidisil

15197 : 9 Azwuudadeves "Muwnurdnasu” wag "vodlm" Mlyusudumnuunvzdy

mammwm%l,ﬁu UyuAzLuY

1. Jadgvasiiununanaay (Threat Agent Factors)

seAUYinwy (Skill Level) 1: lufiviwesmameda

3: UNTINwEnIunALla

5: wlypoufiamessduiugs

6: inwrlumuaiovneuarTusunsuii

9: INWLN15:1LITUUANNUADANY

wignarsenyemIng (Motive) | 1: mosnissneiadnueevsalunainis
4: ppan1sneiandulule

9: MBINTINIATUEN

ToNavsan uUN1SUIDeNe 0: MBINTTNTRIWIIVLANTBNTNYINTNTAG
AN 4: MBINITNNTYVIDINLAYIDNSWYINSNLAN
(Opportunity) 7: ABINNTNNTUIDUNNAIUNTONSTNEINTUNNUTLLAN

9: lMDINITNITWIDINTONSNEINT LA

YUAveINANKlInTeRNeIve | 2: thimuvSeyguaszuy

dudmevesnislaninie | 4 wlangludunsiis
nMsvianegseuy 5: NTNLUDT
(Size) 6: Wlanlasun1snsiaaeudns

A

9: ylydumesiiiniluszyde

2. Jadpveswesi (Vulnerability Factors)

Anuelunsaunuradlm 1: Havazidulululausetianuenuinfazsinlaluaniizuns

(Ease of discovery) 3: 870
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wnasmanuunazdy fonuazuuu
T \‘1IWEJ
9: fipdesilouvusaludAnlesiila
arunelumslyvedlmmie 1: Wil amgud
FounwsaaiiolaNRsyuu (Fase | 3: 870
of exploit) 5: 98
9: fipdesilouvusnludAnlesiila
AuRszminluEesany 1: g
ﬂaamﬁmaq{aga (Awareness) | 4: laidame
6: Ualau
9: gituitly
NIATIRTUNTYNSN Y0 1: psrdummmsaiiAatuiuiluweundindy
asrsumsnszyiidusune 3: Juiiniagnsiday
SYUUTBI0IANS 8: Tufinlaglunsiaaey
(Intrusion detection) 9- lallpvinnsitiudin
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3.4 53AUNNSINOUAUAMULEBY (Risk rating level)

3.4.1 ﬂ’J']SJEULLNTJENﬂ’J’]SJLéEN (The Severity of the risk)

nsUszdliumnusidulasnsUseliunan senUasUseidus AU DATIUAU UL
Tngsamvesrnudssil msviieuiagyilaenisiinuninanuunasdulissaudn na1e wiegs uagyh

WULALINUFINSUNANTENUMIEY  LNAUNAISIAAZLUUTEAU O D9 9 Qmmaaamﬁua’mmuﬁ’aﬁ

sesumuuandulaznanszny
0fe<3 1 (Low)
389<6
6839
ms‘[,viyﬂml,uummLﬁaagﬂﬁwuamimsjm'ﬁqmmamwuLLazm’mu'wsLﬂuﬁuaqqﬂaﬁﬁﬂ@m 9
ﬂzLLuuazgﬂﬁmummummeﬁé’aﬁ:

High
©
8 Medium Low
£
Low

Information Low

Low

Medium

High

Likelihood
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A1ANARIUVBINTTINDUAUAULEYS (Risk Rating Definitions)

STAUAULEES

geunn (Critical)

Yrunany (Medium)

A1asu1e

FYAUAUTULTS "gasnn” Lﬁuisé’w’uﬁaau%’ulaﬂmyl,t.axmiﬂmammSLLfﬂu"Lsuﬂ'z:ngma
it ilelnaudeseglussduiivousulamulovisuasinasmaniuaraasnsty
maa%@ga‘uaqmﬁm LLasLﬁaammmLﬁelwiywummﬂaa@ﬁ’%m%@gaswﬁamwé’u
mwauyiiﬁ wazAunseulyy muﬁammi”vﬂmﬁa‘lﬂ,uﬂwmiiquqﬂszaqﬁsum
peans nsAiiuau M3ty Feides mandulunuveimun wazauudiua

VIYAAR.

o

spduANguLse "9 iluseduiiveusululanazasfinnsanmaunluveunwsesiag
iarlglunisufoinelussernafivzay uasdanmsanudsdroglussdui
sousulamulounuazanasmIniuaiulaonfuvesteyarotadnns ieanaany
Aosauanuuasnfovoevoyasnidanudu Arugnaes uazaunsouleay
sufenuiuiinveulunisussqingusrasaretesans Madiiueu n1sdu Jeides

audulymuverinue wasanuduaiuiivesynans.

FEAUANLTULTS "Uunany’ msﬁmimwﬂﬁLLfT"LEUGﬂyaUﬂwﬁanLLazﬁmﬂ“ﬁlsLumwﬁﬁ’a
mEﬂuiwzL’JawﬁmmmumuﬂwwLLaxmmmmemmﬂaamﬁwaﬁaaﬂamm
anﬁﬂﬂﬁaammmL?ﬂ'&JWﬁyﬂummﬂaamﬁmmﬁmﬂamuﬁnmma“’u mmqﬂé\uaq way
Aunsauly 33115@mm'?Uﬂmﬁauiuﬂﬁmsq’ﬁ’mqﬂizaaﬁmmmﬁﬂi Msaiiuay
n193u Foudes anadulunuveriinue uazaruduaufivesyans oenslsfini
miﬂau%’ummLﬁﬂaawagﬂﬁawsmw LLazﬂaﬁuL§BQﬂaiQﬂﬂaUQuLﬁaﬂaqﬁ’ﬂﬂﬁlﬁmmﬁ

ingulvaseauiieensulula

FEAUAIUTULTS "A1" AIsARIsaIMsvinsunletiudidnduniely viedndulad

%SS@@J%UF]’J’WJJL%ENW]MUIEJU’WEJLLﬁSll’W]Sﬂ’]ifﬂ’]u@??ﬂﬂﬁ@ﬂﬁﬁm@ﬁ%@ﬁﬂa‘ﬂ@ﬂ@ﬂﬂﬂ'iLﬁ’e]

# (Low) anANudsnuATIUaenfsvesteayaTINEIA Ay AgNRDe uazAYuNgDNlY
s smdannufuiaveulunisussg iaguszasauesssnns msiuiuey nsiiy
fFoudes arundulumuretmun wazarnuduausvesyaea

— "aupuuy’ oTafinisimL AL TN soamsUestuAuninevoya

LI

(Information)

v9303AnIR0lY el Tueg funsiiaignvesesansiivadudadeiiinananiny

auvnauNaTawUdmIUNINIEINsunlunely
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unil 4 ayuvedlnininsiany

£% (%

WveilagninyduiiausseieaguvesmfinsianuwasAudsnine1velusenInems

NINAADULANZTZUU Fedisameluil

15199 : 10 a5UYelMINIATIINUIINNTLTLUULAEANULAITINL VD

ID Vulnerabilities name Risk Fixing Status Remark

N1snadauUsENN PENETRATION TEST wuu GREY-BOX

1 | ®¥5239WU31 JSON Parameter tumsiaaau | Urunans Jalpansunla

payload injection

2 | szuulud Session Timeout ©84931n3015 | Yaunans Jalpansunla

Logout 31n38UY

3 | aansnndeeyalalaglunesd Access | Uaunang Jalanisunta
Token

4 | psranuiinasle s1u Session Token vy | M (Low) Jelaensunle
URL Path

5 | #593NU Secret/Credential Key lu source Ain (Low) ‘ﬂﬂiﬂﬁlmiLLﬁLsﬂ
code

nN1snadauUsEnN PENETRATION TEST wuu BLACK-BOX

6 | #TIANUNISLYIU Software NLvo? A1 (Low) Jalpansunla

7 | asranunisasanlutannisuu Software Talawnisunly

Header
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32

vellgneenwuuiuiiemiiveyaiidussaziBenfeiunanisnsianunsenduaiugiiily

SNk WBLESUAS19ANUUARANBYBITEUY

5.1 A579WU1 JSON Parameter lunsavaau payload injection

NaN1SNAFaULYN

Asnswnla

STAUAIULAYS

#01UzY091UN

RUYLYA

payload injection

M39ANU1 JSON Parameter d1n157521980U YJunang

Jalasnswnly

ﬂsztﬁu%’am%awuLLa:wanizMU

n159 szuulumsiageou Payload Injection Tunns1iimes (Parameten) 1o o tuvealma

Usgunn Input Validation ffin1sasiaaeuiiauivad deanunsatilugmslaudlananesuuuuiu XSS

, SQLi s FedszuudansiinisUeaiu Special Character launadisnusoguns undsluauysa

Attacker @13150014, wnley, nSeauveya Namun lugiuveyala windnislysu Payload

Injection lUaunMaziiveyadiAgvsenadnsNnesns

<
N

wWrunefinsenu

internal/app/auth/auth_session_manage update

internal/app/legal/legal lawyer name _list to

) ® ‘'https://e2e-md-testapp.app.baac.or.th/BAACLegalService/rest/

internal/app/legal/req_case request group list to

® https://e2e-md-testapp.app.baac.or.th/BAACLegalService/rest/
internal/app/legal/req_case request group contract 704 list to
® https://e2e-md-testapp.app.baac.or.th/BAACLegalService/rest/

® https://e2e-md-testapp.app.baac.or.th/BAACCoreService/rest/

® https://e2e-md-testapp.app.baac.or.th/BAACLegalService/rest/

internal/app/legal/req_case request group contract write off list 706 to
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STAUAIULAYS
y , AUUNAZTY #n
STAUAINULEES U1unand
NANSENU
91994 A03:2021

CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:C/C:H/1:H/A:H (10.0 Critical)
CVSS:4.0/AV:N/AC:L/AT:N/PR:N/UIN/NC:H/NI:H/NAH/SC:H/SEH/SAH (10.0

Critical)

A"18s5 U1Y

LNHLAL

3 2 v v v

syUU SAP Biimswilynueinluniswndessuu eminnosindenauasiy
A1sme VPN fidn1sduduianunie 2FA wazaosniun1sidalyeunui Web
Console Mfunuy captive portal vA3osrBLRIMasWID Client nou viln
ffnMAFoULIEIEUY (Pentester) 18921 likelihood (A1midulula) Tuntsgn
Towivdsniifinsanesrussneuiamauaeglussduiilemnmmpadsi:

1) audugeulunsiands
o nsiimasinis VPN wazarlawaslunisi 2FA Wuarwdugeylunis
wnisszuu shinglasfnedlanauasanumenenuantulumsionda
JUU
2) msly VPN
o nslavPN meiuariaendelunisdoansssmaylsuandaiaes

yilunslaufiuuy Man-in-the-Middle (MitM) enTusenesnn

Auzinlunswily

A1B5UY

nénn1sUasiutdin Injection Ao ludefioveyatnanannely (Never Trust User Input) sfail
1. Input Validation (n13A57958UANLNABA):
- Whitelist: aymmlﬁ%’umwwgmwu (Format) ﬁgﬂé]yamami’%ﬂuwhﬁ?u (15w D1AAvTs
fiay powmsraaeuLiusiauase 9, mananisde nsseyn naniziidnys)

- Sanitization: aUSNYsERLALSDlARDUATIEDaN LU
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A1B5UY

nyelly Nginx

Application and API Protection (WAAP)

2. Output Encoding / Escaping (n'l'iw'l'iﬁﬂﬂjagau,amwa)z
- NEWNYBYANMIITLAOTLURARINAULIUILIU ABY19E (Encode) dnasziivey (u

< vy &lt) wislnusnwesusadiuduvaausssuan tuly Taa HTML

a111501197U Module ModSecurity ¥i1n1sasi3d@ouLilenues HTTP Request (lflilu URL, Query

Parameters, Body) 1figufiugang (Rule Sets) figneenuuuiiitonsiaduguLuuves Payload

Injection Tiusunse wielwnuszuuUasiuesns Web Application Firewall (WAF)/Web

ADE1INAVDINITNAFDU

1) nedaun1s POST ﬁuaagar;hu auth_session_manage update

Request
Pretty  Raw  Hex

1 posT

/BAACCoreService/rest/internal/app/auth/auth_session_manage_update

HTTE/2

Host: eZe-md-testapp.app.baac.or.th
Content-Length: 118
Sec-Ch-Ua-Platform: "Windows”

Accept-Language: en-US,en;q=0.9
€ Sec-Ch-Ua: "Chromium";v="139",
7 Npltoken:

"Not ; A=Brand";v="99"

Response

«BE n

Pretty

Raw Hex

1 HTTR/2 200 OK

2 Server: nginx
; Date: sun, 02

Nov 2025 19:41:53 GMT
Content-Type: application/json

Vary: Accept-Encoding

& Access-Control-Allow-Origin: *
7 Access-Control-Allow-Methods: POST, GET, PUT, DELETE
8 Access-Control-Allow-Headers: *

eyJhbGciOiJIUZIINITY. eyJlc2VySWQiOiIXMTI4NZAWI iwicm9sZULkIjoiMiTsInR | 1
1CHRIZCT60DM2LCT jemVhdGVEACT 61 Twj ULMTEEMDIgMTk EMDCENTIiLCTleHBpenY 11
EdCIETjIwMjUEMTEEMDkGMTCENDCENTT i LCISYXNOTGINaW 4101 TWHZEXMJ UWM I EXNTK

ifa.p
g Sec-Ch-Ua-Mobile: 20

qFLxFOELts1CmpLtjZ1USq71MECk

o Zoneurl: https://eZe-md-testapp.app.baac.or.th

User-Agent: Mozilla/5.0 (Windows NT 10.0;

WinG4; x64)

AppleWebKit/537.36 (KHTML, like Gecko) Chrome/139.0.0.0

safari/537.36
Accept: application/json, text/plain, */*
Content-Type: application/json

13 origin: https://eZe-md-testapp.app.baac.or.th

Sec-Fetch-Site: same-origin
15 Sec-Fetch-Mode: cors
16 Sec-Fetch-Dest: empty

7 Referer: https://eZe-md-testapp.app.baac.or.th/

15 Accept-Encoding: gzip, deflate, br
1o Priority: u=4, i

{
"data”: (
"sessionId":"",
"status
"token": 0,
['userTd”: "1128700"

b
"mode”: "R Y,
"menuCode": "LOGOUT"
"userInfo”: "1128700"

2) nagdoULiy Payload lu Parameter

: userld

Rest_uuid: 08626acc-e468-4d16-b373-582fc14FEh62
Server_id: 68765922

vary:
vary:
vary:

origin
Access-Control-Request-Method
Access-Control-Request-Headers

(
"sessionId”:null,
"errorcode":0,
“"errormessage”:null,
"totalCount":null
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L]
Request Response
Pretty  Raw  Hex = prety Raw  Hex  Rend =
1 posT 1 HITR/2 200 OF
/BAACCoreService/rest/internal/app/auth/auth_session_manage_update server: nginx
HTTE/2 Date: Sun, 02 Nov 2025 19:47:36 GMT
2 Host: eZe-md-testapp.app.baac.or.th Content-Type: application/jsen
3 Content-Length: 118 5 Vary: Accept-Encoding
4 Sec-Ch-Ua-Platform: "Windows" & Access-Control-Allow-Origin: *
5 Accept-Language: en-US,en;g=0. 7 Access-Control-Allow-Methods: POST, GET, PUT, DELETE
6 Sec-Ch-Ua: "Chromium”;v="139 © Access-Control-Allow-Headers:
Npltoken: 5 Rest_uuid: aee05c73-c74b-4402-874f-1af8ced50868
eyThbGCi0iITUZTINITY. eyd 1C2VYSWQLOL TXMTT4NZAWT lwicn9sZULKTjoiMiTSINR |10 Server_id: 68765922
1CHRIZCT60DHZLCT T6I5Tul, TiLCTleHBpCRY Vary: Origin
BACTET Tl 1 TwMZExM3 UNMIERMTK Vary: Access-Control-Request-Method

i£Q. PRChIMpMGRS X xFqFlxFOE Lt 1CmpLt 3 2LUSq7 IMkCk
Sec-Ch-Ua-Mobile: ?
Zonmeurl: https://ele-md-testapp.app.baac.or.th
User-Agent: Mozilla/5.0 (Windows NT 10.0; Winéd; x64
AppleWebKit/537.36 (KHTML, like Gecko) Chrome/139.0.0.0
Safari/537.38
: application/json, text/plain,
: application/json

7/

e

Vary: Access-Control-Request-Headers

(

"sessionId”:null,
"errorcode”:1,

"errormessage”:

"You have an error in your SQL syntax; check the manual that co

rresponds to your MySQL server version for the right syntax to

-md-testapp. app. baac. or. th 700" at line 17,
: same-origin null
cors +
i empey
Referer: https://eZe-md-testapp.app.baac.or.th/
Accept-Encoding: gzip, deflate, br
Priority: u=4, i
21t
"dat.
sessionI
"status”:"",
"eoken”: 0,
"userId": "1128700""
A
"menuCode": "LOGOUT",
"userInfo":"1128700"
r
'
3) naaeuUTULY Payload Tu P t Id

Request Response

Pretty Raw Hex \n = Pretty Raw Hex Render

1 POST 1 HTTP/2 200 OK
/BAACCoreService/rest/internal/app/auth/auth_session_manage_update 5 Server: nginx
HTTPR/Z 3 Date: Sun, 02 Nov 2025 19:49:00 GMT

2 Host: eZe-md-testapp.app.baac.or.th 4 Content-Type: application/json

3 Content-Length: 120 5 Vary: Accept-Encoding

4 Sec-Ch-Ua-Platform: "Windows" ¢ Access-Control-Allow-Origin: *

5 Accept-Language: en-US,en;q=0.9 7 Access-Control-Allow-Methods: POST, GET, PUT, DELETE

6 Sec-Ch-Ua: "Chromium”;v="139", "Not;A=Brand";v="99" & Access-Control-Allow-Headers: *

7 Npltoken: 9 Rest_uuid: a3a5aébd-e6ca-4d2f-8b5f-f9c984ddcctl
eyThbGciOiJIUZIINIJY. eyTJ1le2Vy SWQIOLIXMTI4NZAWIiwicmIsZUlkIjoiMiIsImR |10 Server_id: 68765922
1CcHRJZCIEODMZLCT jemVhdGVEACT 61 TwMj UtMTEEMDIgMTk 6MDCENTIiLCTleHBpemY |11 Vary: Origin
EdCIAIjIwWMjUtMTEtMDkgMTCcENDCENTIILCISYXNOTGInaW4i0iIwMzEXMjUWMIExMTk 12 Vary: Access-Control-Request-Method
ifQ. PKChLMpMGPS r¥xF(F1xfOE1ts1CmpLtjZ1USq71MkCk 3 Vary: Access-Control-Request-Headers

5 Sec-Ch-Ua-Mobile: 20 14

9 Zoneurl: https://eZe-md-testapp.app.baac.or.th 15

10 User-Agent: Mozilla/5.0 (Windows NT 10.0; Win&4; x64) "sessionId"”:null,
AppleWebKit/537.36 (KHTML, like Gecko) Chrome/139.0.0.0 "errorcode”: 0,
safari/537.36 "errormessage”:null,

11 Accept: application/json, text/plain, */* "totalCount":null

12 Content-Type: application/json }

13 Origin: https://e2e-mdé4-testapp.app.baac.or.th

14 Sec-Fetch-Site: same-origin

15 Sec-Fetch-Mode: cors

16 Sec-Fetch-Dest: empty

17 Referer: https://eZe-md-testapp.app.baac.or.th/

18 Accept-Encoding: gzip, deflate, br

15 Priority: u=4, i
{

"data": {
"sessionId"
nstatus”: ",

"userInfo”

"l128700"'""

: "LOGOUT",
"1128700"

4) npasuliulUasy Payload lu Parameter: userld
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Request

Pretty Raw

AW W N

Hex

B wn =
POST

/BAACCoreService/rest/internal/app/auth/auth_session_manage_update
HTTE/Z

Host: eZe-m4-testapp.app.baac.or.th

Content-Length: 148
Sec-Ch-Ua-Platform: "Windows"
Accept-Language: en-US,en;q=0.9
Sec-Ch-Ua: "Chromium";v="139",
Npltoken:
eyThbGciOiJIUZIINiIJY. eyJ1lc2Vy SWQIOLIXMTI4NZAWIiwicmIsZULkIjoiMiIsImR
1cHRJZCIGODMZLCTjemVhdGVEACIEI JIWMjUtMTEtMDIgMTkEMDCENTIiLCTleHBpemV
EdCIEIFIwWMIUtMTEtMDkgMTCENDCENTIILCISYXNOTGINaW4ioiIWMZEXM ) UWMIEXMTk
ifQ. PRchLMpMGPSrXxFqFlxfOELlts1CmpLtjZlUSq7 1MkCk

Sec-Ch-Ua-Mobile: 20

Zoneurl: https://eZe-md4-testapp.app.baac.or.th

User-Agent: Mozilla/5.0 (Windows NT 10.0; Win&4; =64)
AppleWebKit/537.36 (KHTML, like Gecko) Chrome/139.0.0.0
safari/537.36

"Not ;A=Brand"

Accept: application/json, text/plain, */*
Content-Type: application/json
Origin: https://eZe-md-testapp.app.baac.or.th

Sec-Fetch-Site:
Sec-Fetch-Mode:
Sec-Fetch-Dest:
Referer:

same-origin
cors

enpty
https://eZe-md4-testapp.app.baac.or.th/

Accept-Encoding: gzip, deflate, br
Priority: u=4, i
{
"data": {
"sessionId
"status”:""
"token

"userId":""+ (select*from(select (sleep(20)))a)+""
i
"mode": "R",
"menuCode": "LOGOUT"
"userInfo”:"1128700"

Pretty

36

Response

Raw Hex Render

HTTP/2 200 OK

Server: nginx

Date: sun, 02 Nov 2025 19:51:06 GMT
Content-Type: application/json
Vary: Accept-Encoding
Access-Control-Allow-Origin: *
Access-Control-Allow-Methods: POST,
Access-Control-Allow-Headers: *
Rest_uuid: 513d5946-b4b7-4058-a080-2610701e0802
Server_id: 68765922

Vary: Origin

Access-Control-Request-Method
Access-Control-Request-Headers

O s W N

GET, PUT, DELETE

"sessionId"
"errorcode
"errormessage”:null,
"totalCount”:null

ull,

i
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5.2 s2uuludl Session Timeout %#&931ndiN15 Logout Mn52UU
NANISNAFDUL
Asnswnle STAUAINULEBY a01uzYadlul | NUNEwme
dn15Usulnumar Module @vdun159n J1unand Talaeniswnby

Session timeout Walu session vign

ﬂimau‘l’llaﬁli'JQW‘ULLaZNaﬂiZ‘VIU

WUTWEININAA Logout La LLGié’J’ammsaLsszﬁwﬂwLwamﬂwiuizuu EDMS wawdslallaly
auly Tab ety Feazidunts New Tab Page Jusilagluneos Login oy fainainnszuiunis
Logout ﬁlﬁamyaaﬂ (Incomplete Logout Process) %ﬂﬁaL‘fju%la\ﬂmmmﬂaaﬂﬁﬂuﬁwﬁuaﬂ Session
Management

Attacker ansnsaluiaiasilofis Session ID in1fiAnseguagti Session ID tululsausoedu
lyeuusnlaviudl ins1z Server 810971 Session fignmea (Session Hijacking) datadlmatiagsil

Yy oy

Session ID Mvluemniusslevuuuiunn wuylyag Logout Tuuan

9 WInueNnsEny

(1) | 'https://e2e-m1-testapp.app.baac.or.th/
https://e2e-m2-testapp.app.baac.or.th/
https://e2e-uat-m3ui.app.baac.or.th/
https://e2e-md-testapp.app.baac.or.th/

https://uat-efiling.app.baac.or.th

STAUAIULAYS
5 § AnuuazLdy Uunang
FEAUANULAYS Y1unae
NANSENU Y1unag
91999 A07:2021

CVSS:3.1/AV:N/AC:L/PR:N/UIIN/S:U/C:H/I:H/A:L (9.4 Critical)

CVSS:4.0/AV:N/AC:L/AT:N/PR:N/UIN/VC:H/NVIH/NVA:L/SC:N/SIEN/SAN (9.3
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Critical)

AeSunBiuBY | s3UU SAP Hiimswnlsnuginluniseniessuy Weminnesdasmenansiy
A139® VPN AifinsEususanunie 2FA uaznoaniunisidalasiumun Web
Console Muuuy captive portal UuiASeIRENRIMDsWIe Client nau viln
tinnAdeUIANEsEUL (Pentester) 189214l likelihood (Aandulule) lunisgn

Towivdsniifinsanesrussneuiammauaeglussduiilesnmmmadsi:
1) arwdugeulumsiunds
® nsfinasinia VPN uazgonislunisv 2FA iiuaudugenlunis
\wnisszuu ilvglasfnedsnauasamumeistuanndulunisionds
SPUY
2) msly VPN

e nslyVPN waiuauUasaislunisdeasseniayluwazdsniies

yilunsTaufiuuy Man-in-the-Middle (MitM) enTusenesinn

Azt lunswily

A1B5UY

Funlalu Nginx lnenas Wil HTTP Headers iodsdn Cache Tu location block

U5U location ~ A/(admin|dashboard|profile) Tvmsaifu URL Path

location ~ A/(admin|dashboard|profile) {

# — guiiiisean —

# dalalmuswesuay Proxy 1n9 ifiu Cache 1ae

# no-store: Aamdsiiussian Aevuifuashanuiennluia

# no-cache: Tedulmanudsinesvnasaneulysuy

# must-revalidate: gaammaawmmgﬂgamm

# private: wzuu’m&[,ﬁtmmiﬁl,%a%muﬁaLmﬁuiv;(LM no-store ALWIINI)
add_header 'Cache-Control' 'no-store, no-cache, must-revalidate, private’;
# ddlvmuaengiud
add_header 'Expires' '0'

# - UAIUNLAY —
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ADE1INAVDINITNAFDU

1) naaeulngly Account: 1128700 NuSEUU EDMS

[@ Operational Dashboard| X (€ BAAC - CONSOLE DMS - fwuamsldnuws X :J Debt Restructuring Syste: X Legal System

& c hitps://e2e-uat.app.baac.or.th/dashboard/operational
Anm ARRISLAY v @ s,n:a. =
Hinnsanan 10 BAAC L ~—

Dashboard - . &
MAMWHNIUNTUIUITINNITUU

ol MmN " . . .
dau maazivaan dninou 5.0.d Jondauasinan i 1128700

B awnumsudmsianisuil
. i Vi Vv anas O Hdia
AWTUMNTIATIT

ol Srensviauaiwsn

Switlesunauviang drueyrinazainse / drsele / deiia...
B swengiawhe CIF dan Wudzhse (1) aantiiadathse (1)
0 0 0 0 Annuduiiazhse (1
B Swenniawdowia 0.00

Nunatszwieiaiisy

B Swensiawamn
15¢le

0.000% 0.000% 0.000% 0.000% 0.0

Bl Sengienmiineu

sguy End to End Process (E2E) A3 sedu (Kept/Promise)
. 0.000%
[ msTesngdannil . - P
CIF EGIGT Wua192se (um) eantilaa1vzdse (1) ~
fintiazhsy
ms@aanumiluaznsiiau 0 0 0 0
#  mausnsiansuil .
. . . 0.000%
&5 msiansuardaauoiuad
= 0 0.000% — 0 0.000% . 0 0.000%
Atte 8 ca “= Con

55 aseadavtavadandsss

Amvuadninnsldonu
2) MUY NTIATIEVGNNT NIUSTUY EDMS
H End to End Process eg ) Debt Monitoring X +@ Debt Restructurin € BAAC - CONSOLE

& C  [&] h#psi//e2e-m1-testapp.app.baac.or.th/overview

smmstv‘iamsmunsua:ahnsnimsmuns

TAsvmsWauuns:uuMusaLSUMSUSKISSamsAauMwK - doums3iasiKdoya
uwumshewde | siemséhsodoya | msdosuu

as;.U Wanisaltuuviu
wanima doKIa awsums
napima v nAdvK3a v naaw v
UwnsdAnsiy Tasuavavd dau
2568 v Toswiad 3 (nsamiAu-Augnsu) v nadau v

‘ naestoya ‘ Usuusviioya

dovpafimmsAumdoya: doudsuf: 2025-06-30 Avsufi: 2025-09-29

Fwduuvudsranvkua ud gnan sadndums

3 1 1
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C
Sl
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3) NAFDULV VI NTHAMIUNTBALAISHHDU NIUTZUU EDMS

[} Operational Dashboard| X ([ BAAC - CONSOLE x () DMS - Debt Monitoring © X i)l Debt Restructuring Syste: X @ |egal System

< X  [&) hpsi//e2e-m2-testapp.app.baac.or.th/Home

= DMS-UAT V4.2 © 03/11/2025 01:32:48 & 1128700 dna1 AndEdsIaY é

Debt Monitoring and Warning System

4) NAEUMNIYU: NNSUSUISIANITNT KIUSEUU EDMS

[ Operational Dashboard | X &%) BAAC - CONSOLE x DMS - Debt Monitoring - X i3 DebtRestructuring Syster X @ Legal System X+

< Cc hips://e2e-uat-m3ui.app.baac.or.th/dashboard v 3 (] ®
=  AISUSKISDaAISKU (0222 - awiduun) 6 1128700
- Role - Approver Goodbank

B fwe

® sansyaludwe

ANSUSKISYOMISHKI

-

E léwanvkua

= dsyan

DavuIy

YIUAIED

1S

3 s1emsReverse

fyey1awIdu

1ADKUQ Debt Restructuring System ©2025
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5) NAABUMNITIU: NFIANITHALRARIUAR H1UTZUU EDMS

[ Operational Dashboard | X (&%) BAAC - CONSOLE DMS - Debt Monitoring - X +3l Debt Restructurin @ Legal System

=

* 9@l e
@ Legal System 2

@) wwdnm inAsiay
® sy famsan 10

HOME
A Home Dashboard
MENU
Y A1v/dmin/aa * UsztamnsAum
n aiedndes v
7 avv/dwmin/ma n Owewtt Q8 O drnm
B oulifidnies v
" sheeu v

Q Aumn ¢ @venwn

anan1stuiasuennugiinianiuseina

6) NAFBUYININT Logout 5¥UU EDMS H1useuy EDMS

Ez Operational Dashboard x &8 BAAC - CONSOLE DMS - Debt Monitoring X

8 Debt Restructuring Syst

® |Legal System

& (&) hitps://e2e-uat.app.baac.or.th/dashboard/operational
) daan Andsiay v s.n.4. E
W venuaun 10 BAAC L
Logout <—
Dashboard

MwnumswEsinaswil
ol Awsumsiened 5
dan aaaziuaan dinou 5.0.8 Janiauasnan

i
B mwsumsudwsianiswil

R ) Wonua v anay O fuda
Mwsmnsiene

ol Sensienunawsu

1128700

witlafunaumng deyeyninavainsy [ Adsyle
B sweswviaudhe CIF dean WSuAzhse (1) aaniamezse (inv)
7 0 0 0 [
EI Aensianudwia

Fnunuduiniazsy (un

0.00

@50 Bl

Dashboard

sawinam aanoudonn
erndsssn

=N
waviia @

Sunnaniia?
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7) nadeulda: Msinsigignuil §ali Logout mu

X i)l Debt Restructuring Syste: X @ [egal System

[ Operational Dashboard | X (8 BAAC - CONSOLE x DMS - Debt Monitoring

& c hps://e2e-m1-testapp.app.baac.or.th/overview

sumMSIWaMISIALOSUAzakASAINMSIALAS

TAsvmsWauns:uUMIUSOLSUMSUSKIsSamsAeunWK - doums3iasikdoya
unumshewdo | siemsahsndoya | msdosuu

asuwanisaitauviu
wanima Y0KIQ awisums
napima v nadok3a v naawn v
UwnsAnsiy Taswnavavld dau
2568 v Taswnai 3 (nsnmiAu-ugnsu) v nadau v

dovnafimmsAumdaya: doudsuf: 2025-06-30

fv3un: 2025-09-29

Fwduuvudsranvkua ayUauad gAEn sadndums

0 0 0

8) Mnae Ul NMsAnauviuaznsifieu Gald Logout A

x DMS - Debt Monitoring - X i Debt Restructuring Syste: X @ Legal System

[} Operational Dashboard| X = ¥ BAAC - CONSOLE

< C  [3 hepsi//e2e-m2-testapp.app.baac.or.th/Home

= DMS-UAT V4.2 ®© 03/11/202501:41:36 & 1128700 AnA1 AnfIsIAY é

Debt Monitoring and Warning System

9) Nad@oulgIL: MsuImsIan1mil Gald Logout a1

DMS - Debt Monitoring - X '3l DebtRestructuring Syster X @ Legal System

[ Operational Dashboard| X (8 BAAC - CONSO

= &) hitps://e2e-uat-m3ui.app.baac.or.th/dashboard

_ — - x . 1128700
JM3 = MsuUSKISYaMISKU (0222 awntuw) Q...
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10) nadeunltL: NsdanisuazAnaiuad 89li Logout mu

[& Operational Dashboard | X ([ BAAC - CONSOLE x DMS - Debt Monitoring - X 3] Debt Restructuring Syste: X @ Legal System
< C  [3] h#ps//e2e-ma-testapp.app.baacor.th/#/ = 3 (R ®
@) wwdnm AnArsey <
@ Legal System ® pvnuun gamsamn 10
HOME
A Home Dashboard
MENU
Ve aw/Jawin/nna * Uszianmsaum
R A579A1589 v
a1v1/Amin/nna n Owovts OB O gawam
B ouiiAnies v
" e M Q Aum ¢ dwenn

anan1sBunasuenaugiiniausemea
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5.3 gunsaiundsvayalalaglunasil Access Token
NANISNASIULT
ad K o i ' '
38n1sunly FTAUANMEAEY | d01uzYasvY | NUNELWe
n13 Encrypted vayanvinmsadlaeygnageyu | Uiunans Tnlpanisunle

2zlua1115091921191 Session token luUlwme

ln

ﬂiztﬁu%'am'aawuLLa:wanszwu

naiisveyalngludl Access Token Taglufinisnsaaouindive (Request) fanun dvoya
fudusmuiignaes wie Access Token u3alil uazsvuusaslmandsveyalaias Tauansweayasede
@191 §9n15d9 Access Token Tu Request Body Y multipart/form-data Wuwuavned lavduly
PN UGTRTA (Not a Best Practice) uagnalminamundssnueiudaonfonatsysznis

Attacker ansnsaLnAavayaaui T unvasHlEnAY Yayan1en1siu YoyaduTetesans

W3vayady o waraunsawnluvzoavveyavianuatussuulalaglunes Login

7 Wnunennsenu

(1) | 'https://e2e-m1-testapi.app.baac.or.th/ConsoleMaster/BranchUnitList

STAUAMULEDS
3 ; AUz
FEAUAIULA Junang ,
NANIENU ol

97434 A01:2021
API1:2023
API12:2023
API15:2023

CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:C/C:H/1:H/A:H (10.0 Critical)
CVSS:4.0/AV:N/AC:L/AT:N/PR:N/UIN/NC:H/NI:H/NAH/SC:H/SEH/SAH (10.0
Critical)
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Auzinlunswaly

A1B5UY

wumnenswn louaz et
1. &JﬂLﬁﬂmﬂ%ﬂm Access Token Tu Request Body oy multipart/form-data
2. Wasunsas Access Token u HTTP Authorization Header
~ Nainx Config dmSutsdules Header
location /api/upload/ {
# 1. a519d0uUNT Authorization Header %3l
if (Shttp_authorization = ") {
return 401; # ﬂﬁlﬂﬁﬁuﬁgﬁlﬁﬁ
}
# il Header: asrvalufl Backend (fina59zns1adeu Token na)
proxy pass http://your api_backend;
}
3. mnduduneadu Token 910 Request Body 43¢ 9 (Femnayvaaeuluuugi) aostaduly
Authentication Middleware yn API Endpoint ﬁﬁm'ﬁﬁﬁﬁagagaq Qﬂﬁuﬁw Middleware %39
Filter fitfsfuns2ad8U Token Ihymf;aaﬁmmmaaauﬁ%’ﬂqmaz 111921 Token gniinly Validate

neuaunlnlanviausslule

ADE1INAVDINITNAFDU

1) nagauns POST ﬁuaﬁtgljamuar}hu /ConsoleMaster/BranchUnitList
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Request

Pretty  Raw  Hex

POST /ConsoleMaster/BranchUnitList HTTR/2
Host: ele-ml-testapi.app.baac.or.t
Content-Length: 1591

sec-Ch-va-Platform: "Windows"
Accept-Language: en-US,en;q=0.9

Accept: application/json, text/plain, */*
Sec-Ch-Ua: "Chromium"; "139", "Not;A=Brand";v="99"
Content-Type: multipart/form-data;

boundars; WebKitFormBoundaryBwraCGDOFDNxS72b

o Sec-Ch-Ua-Mobile: 70

0 User-Agent: Mozilla/5.0
AppleWebKit/537.36 (KHTML,
safari/537.36

|1 Origin: https://eZe-ml-testapp.app.baac.or.th

|2 Sec-Fetch-site t

|3 sec-Fetch-Mode

L4 Sec-Fetch-Dest: empty

|5 Referer: https://e2e-ml-testapp.app.baac.or.th/

|6 Accept-Encoding: gzip, deflate, br

17 Priority: u=l, i

(Windows NT 10.0; Win&4; x64)
like Gecko) Chrome/139.0.0.0

same-site
cors

~WebKitFormBoundary8wraCGDOFDNXS72h
20 Content-Disposition: form-data; nam

22 eyJhbGCiOiJIUZIINiTISINRSCCIEIKPXVCIS. eydlcoVybnEt ZSTETIExMIg3MDAILCT
LbWFphCI6IiTSINVZ2XJIJZCTETIExM I g3MDAI LCT I3 VudERVA2 410 ASTM1VZHVS ZXM
101t7Im1vZHVSZW1KT j0i23 USMDISMWItNGESY S 0ONGNKLWT3H] QtNDVIN g32GZmNDT
®Tiwicm9sZW1KIJoiNCISImlZYXBwemIZZKTi0nZhbHNLESx7InlvZHVSZWLKI 0 iN2T
WYz IOM2EtYzRmYy0ON2Q4LTgzNDgtYTQOOTgzHTgyN2QxT iwicnIsZWlkIjoiMiTsInl
2YXBwem92ZXTi0mZhbHNL£§%7In1vZHVS ZW1KT§01i0DIz2] JhMDELONMOZ100Y2VLT g
4Y2MtYzdkYTZhZGU4NCNLT iwicmOsZW1KT 0 iNDYOMTE IMKMENT gxRCOOMDIZLTG4MDT
€NZEZNJALMINENIY4TiwiaXNhcHByb321ci T62mESC2VILHSibWokdWx1aWQioiT3Y B
3M3jQzY$1INGZILTQ32Dgt ODMOOC1hNDQSODM*ODI3ZDEL LCTyh2x1aQi 01 T4MCTSInl
2YXBwem92ZXT1i0mZhbHNLE§57In1vZHVS ZW1KT 0 iN2Iwy I OM2ELYZRnYy 00N2Q4LTg
2ZNDgEYTQOOTgzMTgyN2QxT iwi cmISZW1KT J01i0Dgi LCIpe2FweHI vdnVy T pnyWxz2X0
SeyJth2R1bGVPZCI 6T diMGMyNDNhLWMOZniENDAkOC0 41z Q4 LWEONDK 4MzE 4M  dkMS T
SINIvhGVPZCIEI jkzTiwiaNhcHByb321ciI6dHT1ZX0seyJth2R1DGVPECTET I gyN2Y
YYTAXLT1INGYCNGNLZi040GNI LWM3ZGECYWR1ODA 28 ISInIvhGVpZCT 6TKU 1Mz dENKZ
CLUQINDYENDIOOC1EMUJBLTEYMKM3R JFFQz 1GHi ISInl zYKBWemI2ZKTi0nZhbHNLES %
7InlvZHVSZWLKI 012 UMDISMWTENGESYS0ONGNKLWI3M ] QENDVING g32GamNDIXT iw
icm9SZWIKIoiMTTiLCIpe2FweHIvAmVyT ) pnY Wiz 2K 0sey It b2R1bGVPZCI 61§ Q400
iNGILLTQ5ZDKENDC2Y S 0SHMDI I LTUOZWEZZ JMzM2Y xNS TSTnIvhGVp2CT 6T L IXNZUZMI Y
yMzTwMDkOT iwiaXNhcHByb321ciT6amFScVILHS ibWIkdWx1aWQioi I2Y JRKZ ) InMy 0
12TIzLTQ0YCtYTIiNS 13 ZGU2MNY 4ONZmNTY i LCIybh2x1aWQi0i TWMDT i LCTpe2FweHT

cTlan RN M 1M N A OMMM £ TrudPranadR G 3RD

AT A R 75 AT

Response

Render

Pretty  Raw  Hex

HTTR/2 200 OK
Content-Type:
vary: origin
Server: Microsoft-ITs/10.0
Access-Control-Allow-Origin: https://e2
Date: Sun, 02 Nov 2025 20:17:25 GMT

application/json; charset=utf-8

-ml-testapp.app. baac.or.th

"branch_units": [

"id":498,
"created_at”
"updated_at":

023-11-12700:00: 00",
2023-11-12700: 00: 00",

1"a709",

ame
"\ uDE40\ u0EDL\ uDE29\ u0ELS| uDE23\ u0E27  uDE34\ u0E2A ulE
31\u0E22 1"

"KASET WISAT 1"

"id":1514,
"created_at”
"updated_at":
"hoo": "95L",
"branch_unit":"4709",

"name

"\ uDE40)\ uOE01\ u0E29\ u0ELS | uE23\ u0E27\ u0E34\ u0EZA\ ubE
31\u0E2Z 17,
"name_en": "KASERTWISAT 1"

023-11-12700:00: 00",
2023-11-12700: 00: 00",

"id":499,
"created_at”
"updated_at":
"boo": "240"
"branch_unit":"4719",

"name

"\ uDE40\ uOE01\ u0E29\ u0ELS | uE23\ uDE27\ u0E34\ u0EZA\ ubE
31\u0E2Z 27,

"name_en": "KASET WISAT 2"

023-11-12700:00: 00",
2023-11-12700: 00: 00",

"id":1427,
Merastad aff.n0003_11-19mAn.nn.nns

2) nadaauns POST ‘U@‘Uagaﬂi’lu /ConsoleMaster/BranchUnitList Iﬂ&ﬂiﬂm’m Access Token

Request

Pretty

L
1

L
3
1

Raw

Hex

POST /ConsoleMaster/BranchUnitList HTTPR/Z

Host:

eZe-ml-testapi.app.baac.or.th

Content-Length: 0

Sec-Ch-Ua-Platform:
Accept-Language:
application/json,

Accept:

Sec-Ch-Ua:
Content-Type:

"Windows"
en-Us,en;q=0.9
text/plain,
"Chromium";v="139", "Not;A=Brand";v="99"
multipart/form-data;

*)x

boundary=----WebKitFormBoundary8wraCGDOFDNxS72hb
Sec-Ch-Ua-Mobile: 20

User-Agent:
AppleWebKit/537.36 (KHTML

Mozilla/5.0 (Windows NT 10.0; Win&4; x64)

like Gecko) Chrome/139.0.0.0

safari/537.36

origin:

Referer:

https://eZe-ml-testapp.app.baac.or.th
Sec-Fetch-Site:
Sec-Fetch-Mode:
Sec-Fetch-Dest:

same-site

cors

empty
https://eZe-ml-testapp.app.baac.or.th/

Accept-Encoding: gzip, deflate, br

Priority:

u=l, i

Response

Pretty ~ Raw  Hex  Render B
1 HTTP/2 200 OK

2 Content-Type: application/json; charset=utf-8

3 Vary: Origin

4 server: Microsoft-IIS/10.0

5 Access-Control-Allow-Origin: https://eZe-ml-testapp.app.baac.or.th
¢ Date: sun, 02 Nov 2025 20:26:11 GMT

"branch_units": [
{
"id":498,
"created_at":"2023-11-12T00:00:00",
"updated_at":"2023-11-12T00:00:00",

a7

"boo":"240",

"branch_unit":"4709",

"name

"\ uOE40 " uOED1 ubE29  ubE15 " u0EZ3  u0EZ7  u0E34  u0EZA\ulE

31\u0E22 1",

"name_en": "KASET WISAI 1"

b

{
"id":1514,
"created_at":"2023-11-12T00:00:00",
"updated_at":"2023-11-12T00:00: 00",
"boo":"991",
"branch_unit":"4709",
"name":
"“uOE40 " uOED1 uDEZ9  uDEL15  u0EZ3  u0EZ7  u0E34  u0EZA\ ulE
31\u0E2Z 1",
"name_en": "KASERTWISAT 1"

b

{
"id":499,
"created_at":"2023-11-12T00:00:00",
"updated_at":"2023-11-12T00:00:00",
"boo":"240",
"branch_unit":"4719",
"name
"\ uOE40 uOEO1 uOE29  ubE15 " ub0EZ3  u0EZ7  u0E34  u0EZA\ulE
31\u0EZZ 2",
"name_en": "KASET WISAI 2"

b

{
"id":1427,
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5.4 #52ANUANT51U9U Session Token Ul URL Path

48

HaN1SNARUY
Bnsunly FTAUANMEEY | d01usYasivia | Nsnewme
in15 Encrypted veyanvinisaslagynagey #in Tnlpanisunle

ln

2zlua1115091921191 Session token luUlwme

‘Uimau‘l’l’aﬂiQQW‘ULLaZNaﬂiZ‘VI‘U

n1stdnue Session Token U URL Path i1l Token Wusiauidssnazgnaulueglagienin

N1589NU HTTP Cookie %58 HTTP Header 111 Session Token aggnyudinlilu Access Logs w4

Web Server (1% Nginx) ,Browser History iLa¢ Backend Server 887907175 11N Attacker widlvia

Log wianilla ARgaunsnsIuTIy Session Token Nfslumunegviavun

NaNSENUNANAB Session Hijacking auanefiensi Attacker @mnsavulue Session 1D Tuaau

soarduylela

7

WILNENNTENU

(1) | 'https://e2e-uat-m3ui.app.baac.or.th/login-iauth/username/
https://e2e-m1-testapp.app.baac.or.th/login
https://e2e-m1-testapi.app.baac.or.th/landing/

https://e2e-m2-testapp.app.baac.or.th/

STAUAIULELY
, , ANUUNAzLTY M
FYAUAMULEEY ol
NANSENU Y1unae
9719849 A07:2021

High)

CVSS:3.1/AV:A/AC:L/PR:N/UEN/S:U/C:H/I:H/AN (8.6 High)
CVSS:4.0/AV:A/AC:L/AT:N/PR:N/UL:N/NVC:H/VEH/VA:N/SC:N/SIEN/SA:N (8.5
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(Enhance Debt Management Service) é’zyaynasuﬁ 64006243

Auzinlunswaly

49

A1B5UY

1. ‘1;’13421'& Session Token c\i’m URL Path

2. 14 HTTP Authorization Header: @1%5U API m‘iﬁﬂ Access Token %58 Session Token B\l”lu

Header (Authorization: Bearer <token> Ljunu)

3. N8 Nginx %59 1IS neslnaAaaut® URL-based Session Tracking fiszsiu Application Backend

n15 Rewrite URL (17 87 14°A Session ID) wagvadulula HTTP Cookies (Secure,HTTPONLy,

SameSite=Strict/Lax)

ADE1INAVDINITNAFDU

1) nagauns POST ‘U@‘U@idaﬂi’lu /ConsoleMaster/BranchUnitList

2) nadaunis POST suasuaagaw"m /ConsoleMaste

Request

Pretty  Raw  Hex
1 GET /login-iauth/username/?token=
eyJhbGei0idTUZTINI TSTRSCCIETKPXVCTY . eyJ1c2VybnFt ZST6TEXMIgIMDAILCT
LbWEpbCIETi IS InV22XIIZCT6LJEXMIg3MDALLCTb3VudERVA24i0jASIN1VZHVS ZXM
101t7In1vZHVSZWLKT j0123 USMDISMRTENGESYSDONGNKLWI M) QENDVLN jg32GZmNDT
qu«ucmBszwlkI]oiNCI5Imlz‘{xﬁwcm9" ZXTiOmZhbHN] £5x7Tn1VZHVS ZWLKT joiN2T

oM 20xTiwicnIsZW1KTjoiMiTsInl
zyxawcmvzxncmznbumfsxnmvznw ZWLKI30i0DIzZ3ThMDELOWMOZ100Y2VRLTg
i ZNLTi 952ZWLKI30iNOYOMTEL 2LTg4MDT

ENZE2NJALMINBNIY4TiwiakNhcHByb3Z1CiT6ZnESCOVILHS i bRIkAWX1aWQi0iI3Y B
§M3QzYS13INGZILIQ32DgtODMOOCIhNDQSODMXODT3ZDE i LCTybh2x1aWQi0i T4MCTSTmL
ZYXBWemS2ZXTiOmZhbHNL£Sx7InlvZHVS ZW1KT joiN2TwYzT IM2ELYZRnYy0ON2Q4LTy
ZNDgtYTQOOTgZMTgyNZQXT iwi cm9s ZW1KT 010Dyl LCTpe2FweHT vdmVy T j pnyWxz2X0
seyJtb2R1bGVPZCTET jdiMGHyNDNh 3 dkMST
SInJvbGVR3CIEIjkzTiwiaXNhcHByb32lciI6dHT12X0seyTth2R1DGVPACTGI3gyMaY
YYTAXLTLINGYENGNLZi040GN I LWM3ZGE2YWRLODA} ZSISInIvhGVpZCT6IKUINZAFNKZ

CLUQINDYENDIOOCLBMUJBLTEYMKM3RIEEQz 1GHi TS Inl ZYXBWemI2ZX T i OmZhbHNLES X
7Im1vZHVSZWLET§0i 2] USMDISMWTENGESYS0ONGNKLWIIN] QENDVIN Tiu
icmOsZWLKT joiMITiLCIpen b2R1PGVPICT 61Q40W2
inGalL T L s R e P e i T

YMEZTWMDKOT wi aXNhCHBYb371CiT6aNFSCAVILHS i bHIKdWx1aNQi 01 12YRkZ 3TNy
127IzLTQ0Y 3 ctYTIiNS1] ZGUZMRY 40N ZmNTY i LCTyb2x] aWQi0i TWHDT i LCTpe2E weHd
vdmVyIjpmYWxzZX1dLCILeRAiOESNITXMIAYMTEUNIMWNZIS£Q. S5F L LezKNXG4mtXL
aGEBOARJIL1IGQPh3ANIEZAEZIEY HTTR/Z
Host: eZe-uat-m3ui.app.baac.or.th

2

3 Sec-Ch-Ua: "Chromium";v="139", "Not;A=Brand";v="99"

1 Sec-Ch-Ua-Mobile: 20

5 Sec-Ch-Ua-Platform: "Windows"

Accept-Language: en-US,en;q

7 Upgrade-Insecure-Requests:

5 User-Agent: Mozilla/5.0 (Windows NT 10.0; WinG4; x64)
AppleWebEit/537.36 (KHTML, like Gecke) Chrome/139.0.0.0
Safari/537

5 Accept

text/html, application/xhtml+sml, 7=0.9, inage/ avif, ina
ge/webp, inage/apng, */*; G=0. u,appllcatlon/ngned exchange ; v=b3;q=0.7

0 Sec-Fetch-site: same-site

|1 Sec-Fetch-Mode: navigate

2 Sec-Fetch-User: ?1

Sec-Fetch-Dest: document

Referer: https://eZe-uat.app.baac.or.th/

Accept-Encoding: gzip, deflate, br

eriority: u=0, i

Request

Pretty  Raw  Hex

GET /login?token=
&yJhbGeioiITUZT INi TSTNRSCCTETKPXVCTY. eyd1c2VybmFt 2ST6T JEXM)g3MDAL LCI1bRE phCT 6T i TSTNVZ2XITZC
I6IExM}g3MDAILCTIb3VudERVA241i0jASTn 1y ZHVS2XMi0Lt 7 Inlv ZHVS WL KT 0. 25 UIMDI SMRTENGESY SOONGNKL
T G DS e T o B e T e D A s
T0M: 204 95ZW1KTj0iMiIsImlzYXBwem 9225 TiOmZhbHNLE:
7ImlvZHVSZW1kTjoiODIZ2]hMDEL ONMOZi00Y2: vmmgarmyzdkymzhzaum"mnmcms;zmkmomuynmzmk
MEMTg*RCOOMDIZ: LTgAMDIthE"NJAlM:INENJYéwaxaXthHBybEZlcxIﬁZmFsc"V9LHsJ.bW9dexlanx0,\.IEY:|E]M
3Qz¥S1iNGZILT DEiLCIyb2x1aWQiOiT4MCISInlzYXBwem92ZXTionZhbHNLES %7
ImlvZHVSZWLKT j0iN2IwyYzI0M2] Et‘lzkayﬂDN"QéLngNDgtYTQDOTgZM’I‘gyN Bl L T e e
WeHIvAmVyT 3 pm¥ixz2X0seyItb2R1bGVPZCT 61 3diNGHyND!
vaGVpZCIéIszquaXthHEybEZlclI6dHJLZxEIseyJth:RleVpZCIEIngM_YyYTAxLTl]NGYtNGNlZlDAOGN]L
WM3ZGEZYWRLODA} 2STsInJvbGVpZCT6IkUIMzdENKZCLUQINDYtNDI D0C1EMUIBLTEYMkM3RIFFQz1GMi IsInl ZYXBw
€m927XTiOomZhbHN] £5%7Tn1vaHVSZWLKT j0i2)U3MDISMWItNGESYS0ONGNKLWI3M ) QENDVIN] g32G2mNDI*Tiwicmg
SZWLKIj0iNTTiLCIpc2FWeHIvAmVyT pmYWxz2X0seyJtb2R1bGVPZCT 6T JQ40WZiNGILLTQ5ZDKENDC2YS0SMDI LT
UOZWE2Z jMzM2YXNSTSTnIvbGVpZCT 6T 1 TXNZUZM ) YyM=TwHDKOT iwi axNhcHByb321ci I62nFsc2VILHS i bWOkdixla
WQi0iI2YjRkZ]ImMy012TIZLTQ0YICtYTIiNS1ZGU2NAY40NZNNTY i LCTyb2x1aRQi0i TWMDL i LCIpC2FWeHT vimVy
J1eHAIOJEINST: 3£Q. KpNALT_OUESq2-4bVSINZALSJIS_qEk-3kQ1GauXrrsw

Ze-ml-testapp.app.baac.or.th
Accept-Language: en-US,en;q=0
Upgrade-Insecure-Requests
User-Agent: Mozilla/5.0 (Windows NT 10.0; WinG4; x64) AppleWebKit/537.36 (KHTML, like
Gecko) Chrome/139.0.0.0 Safari/537.36
Accept:
text/html, application/xhtml+xml, appl)ca(lon/xml,(
q=0.8, application/signed-exchange; v=b3
Sec-Fetch-site: same-site
Sec-Fetch-Mode: navigate

21

.9, image/avif, image/webp, image/apng, */*;

138", "Not;A=Brand”;v="99"

"Windows"
-uat. app. baac. or.th/
Accept-Encoding: gzip, deflate,
eriority: u=0, i

Response

Pretty  Raw  Hex  Render

HTTR/2 200 OK

Content-Type:
Content-Length
Last-Modified:

Expires:
Cache-Contro.

Date: Sun, 02 Nov 2025 20:50:52

charset

Accept-Ranges: byt
Strict-mransport-Security: max-age=15724800; includesubDomains

12 <!DOCTYPE html>

<html lang:
<head>
<meta

16 <link
/assets/logo-d0c5c77b. png” />

initial-scale=1.0" />
7 <title>
Debt Restructuring System
</title>
28 sscript eypetmodule” crossorigin sres"
/assets/index-5d8ad383. js"
</script>
s <link rel="stylesheet” href="/assets/index-
</head>
<body>
<div id="root">
</div>

charset="UTF-8" />
rel="icon" typ

- GOOGLE FONT API -->

preconnect” href="https://fonts

"image/svgtxml” href=" ]

googleapis. com”

<link rel="precomnect” href="https://fonts.gstatic.com”

cross
<link

origin />

https://fonts.googleapis.con/css2?family=Noto+Sans+Thai:wg
ht@100;200;300;400;500;600;700;800;900&display=swap”

<meta name="viewport" content="width=device-width,

PYINNEN

r/BranchUnitList

Response
Pretty  Raw  Hex  Render
HTTR/Z 200 OK
Content-Type: text/html
Last-Modified: Fri, 31 Oct 2025 16:30:15 GHT
Accept-Range: tes
Etag: "805feaZ83dadcl:0"

Server: Microsoft-IIs/10.0
Date: Sun, 02 Nov 2025 20:54:49 GHT

Content-Length:

955

<ldoctype html><html lang="en">

<head>

<meta charses

<link
<link

https://fonts.googleapis. com/css2?family=Noto+Sans+Thai: wght @500&family=Prompt:wg

ht@300
<title

utf-8"/>
rel="icon" href="/favicon.ico"/>
e="viewport"” content

"theme-color
"description”
apple-touch-icon” href

manifest” href="/manifest.json?
preconnect” hre
preconnect” href="https://fonts.
rigin>
href="

sdisplay=swap” rel="stylesheet">
>

BAAC - CONSOLE

</titl

<script defe:

</seri

<link
</head>
<body>

<noscr

&>

pt>
href="/static/css/main.b438cd74d.css"

ipt>

59742288, css">

20240610_2200"/>

gstatic.com?

defer” src="/static/js/main.3eadhd77.js">

rel="stylesheet”>

You need to enable Javascript to run this app.

</nosc
<div i
</div>
</body>
</ntm1>
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3) nadaun1s POST ‘U@‘J@gaﬂi’lu /ConsoleMaster/BranchUnitList

Request Response

Pretty Raw Hex \n Prett Raw Hex Render \n

1 GET /landing/?token= 1 HTTR/2 302 Found
[yhbGeioigIUZI INiTSINRSCCIEIKPKVCTY. eyJ1c2VybmEtZSI6IEXMg3MDALLCTLLWE pbC 2 Location:
I6IiIsSInVzZXJIJZCIEIFEXMIg3MDALILCTjh3VudERVA24i0jASImlvZHVSZKMiOlt7ImlvZHVSZ https://eZe-ml-testapp.app.baac.or.th/login?token=eyJhbGciOiJIUzT
WlkIjoiZjUSMDISMWItNGESYS0ONGNKLWISM]QtNDVIN] INDIXTiwicm9szZWlkIjoiNCIs INiISINRScCIEIKPXVCIY. eyJle2VybnEt 2SI6IFEXMIg3MDALLCILWE phCIEIiT
ImlzYXBwem92ZXIiomZhbHNL£Sx7InlvZHVS ZW1kIjoiN2IwYzIOM2EtYzRmYy00N2Q4LTgzNDy SINVzZXJIJZCIEIJEXMIg3MDALILCTIb3VudERVA2410jASInlvZHVSZXMiOlt 7Inly
tYTQOOTgzMTgyN2QxTiwicm9sZWlkI joiMiTsImlzYXBwem92ZXTiOmZhbENL £Sx7InlvZHVS ZW ZHVSZWlkIjoiZzjUSMDISMRItNGESYS0ONGNKLWI3MIQtNDVINIg32GZnNDIxIiwic
1kIjoiODIZZjThMDEtOWMOZi00Y2VmMLTg4YZMtYzdkYTZhZGU4NINITIiwicmIsZWlkIjoiNOYOM mISZWIkIJoiNCISImlzYXBwem9I2ZXIiOmZhbHNLfSx7ImlvZHVSZWlkI joiN2IwYz
TE1MKMtMTgxRCOOMDIZLTg4MDItNZE2NIAIMINBN Y 4TiwiaXNhcHByb321ciI6ZnFSc2VILHS i IOM2EtYzRmYy0ON2Q4LTgzNDgtYTQOOTgZzMTgyN20xTiwicmIsZWLkIjoiMiTsIml
bW9kdWx1aWQioiI3YjBjMjQzYS1INGZILTQ3ZDgt ODMOOCL DEiLCJyb2xlaWwQ ZYXBwWem92ZXIiomZhbHNL£8x7ImlvZHVS ZW1kIj0i0DIZ 2 ThMDEL OWMOZ1i00Y2 Vi
10iI4MCISImlzYXBwem92ZXIiOmZhbHN1ESXx7Im1vZHVSZWlkIjoiN2IwYzIOMZEtYZRmYy0ON2 LTg4Y2MtYzdkYTZhZGU4NZNIIiwicm9sZWlkIjoiNOYOMTE IMKkMEMTgxRCOOMDIZL
Q4LTgzNDgtYTQDOTgzMTgyN2QxTiwicm9s ZW1kIj0i0DgiLCIpc2FweHIvdmVy T pmYWxzZX0se Tg4MDItNZEZNJjALIMINENIY4TIiwiaXNhcHByb3Z1lciI&ZmFsc2VILHs ibWIkdWxlaW
yItb2R1bGVPZCIEI]diMGMyNDNhLWMOZnMtNDdkOCD 4Mz Q4 LWE ONDk 4MzE 4M3j dkMSISInIvhGVp Qi0iI3YjBjMiQzYS1jNGZjLTQ3ZDgt ODMOOCLhNDQSODMxODI3ZDELiLCIyb2xlaWg
ZCIEIjkzIiwiaXNhcHByb3Z1lciI6dHI12X0seyJtb2R1bGVPZCIEIjgyM2YYYTAXLTLINGYENGN 10iI4MCISImlzYXBwem92ZXIiOomZhbHNLESX7InlvZHVSZWlkIjoiN2IwYzIOM2EL
12i040GNjLRM3ZGE2YWR10Dd]ZSISInJvbGVpZCI6IkU1IMzdFNkZCLUQINDYtNDI0OC1BMUJBLT YzRmYy0ON2Q4LTgzNDgt YTQOOTgzMTgyN20xIiwicmIsZW1kIjoiODgiLCIpe2EFwe
EyMKM3RJFFQz1GMiIsIml Bwem92ZXIiOmZhbHNLESX7ImlvZHVSZW1kIjoiZjUSMDISMWItN HIvdmVyIjpmYWxz2ZX0seyJtbh2R1bGVpPZCIEIjdiMGMyNDNhLWMOZmMENDdkOCD4Mz
GE5YS0ONGNKLWI3MJQtNDVINg32GZmNDIXIiwicmIsZWlkIjoiMTIiLCTpc2FwecHIvdmVy T ]pm Q4LWEONDk4MzE4MjdkMSISInIvhGVpZCIEI jkzIiwiakNhcHByb321lciI6dHI1ZX0
YWxzZX0seyJtb2R1bGVPZCIEIjQ40WZiNGI1LTQSZDktNDC2YS0SMDTj LTUDZWE2Z jMzM2Y XN ST SeyJtb2R1bGVPZCIEI jgyM2YyYTAXLT1 JNGYENGN1Zi040GNj LWM3ZGE2YWR1ODdA ]
SInJvbGVpZCIEIlIXNZUZMjYyMzIwMDkOIiwiaXNhcHByb321ciI6ZmFsc2VILHS ibWIkdWxlaW ZSIsInJvbGVpZCIEIkUIMzdFNkZCLUQINDYENDIOOC1BMUIBLTEYMKM3RJFFQz1GM
Qi0iIZYjRkZjImMy01ZTIzLTQOYctYTIiNS1)ZGUZMAY 40WZmNTY i LCIyb2x]1aWQioi IWMDIiL iISImlzYXBwenIZZXIiomZhbHNLESx7ImlvZHVSZW1kIjoiZjUSMDISMRItNGESYS
CIpc2FweHIvAmVy T 1dLCJ1eHALOJE3N] IXMTE: . -I4r: 0ONGNKLWI3MjQtNDVINjg32GZmNDIXIiwicmIsaWlkIjoiMTIiLCIpe2FweHT vdmV
IMzQPTxVNITIXAhwEITqiHInXFoRve HTTR/2 YIjpmYWxz2ZX0seyItb2R1bGVPZCIEIjQ40WZiNGI1LTQS 2Dkt NDC2Y S05MDIJLTUD
Host: ele-ml-testapi.app.baac.or.th ZWE2ZjMzM2YXNSIsInIvbGVpZCIEI1lIxXNZUZMjYyMzIwMDk0IiwiaXNhcHByb3Z1lc
Sec-Ch-Ua: "Chromium";v="139", "Not;A=Brand";v="99" 1I6ZmFsc2VILHS ibWIkdWx1laWQiOiI2YjRkZjImMy01ZTIZLTQOYJctYTIiNS1]j2G
Sec-Ch-Ua-Mobile: ?0 UZMWY4OWZmNTYiLCJIyb2x1aWQiOiIwMDIiLCIpec2FweHIvdmVy I jpnYWxz 2X1dLCd
Sec-Ch-Ua-Platform: "Windows" 1eHAiOJE3NIIXMTE £Q.-I4r: IMzQPTxvNITIXAhwEITq
Accept-Language: en-US,en;q=0.9 JHINXFoRvC
Upgrade-Insecure-Requests: 1 3 Server: Microsoft-IIS/10.0
User-Agent: Mozilla/5.0 (Windows NT 10.0; WinG4; x64) AppleWebKit/537.36 4 Date: sun, 02 Nov 2025 18:28:08 GMT
(KHTML, like Gecko) Chrome/139.0.0.0 Safari/537.36 s

9 Accept: 6

text/htnl, application/xhtmlixml, application/xml;q=0.9, inage/avi, inage/webp
., image/apng, */* 8, application/signed-exchange;

Sec-Fetch-Site: same-site

Sec-Fetch-Mode: navigate

Sec-Fetch-User: 2?1

Sec-Fetch-Dest: document

Referer: https://ele-uat.app.baac.or.th/

4) nedaaunis POST ‘U@‘J@gaﬂi’lu /ConsoleMaster/BranchUnitList

4

Request Response
Pretty  Raw  Hex ® W = | pretty  Raw  Hex  Render =
1 GET /7token= Y T T e

SyahbGCi 03 TTUTIN TsInRSCCIETkPKVCTY: syTLc2Vy bEE2STETSExI] Gzezl | 2 no-cache, no-store

WEPbCIGILiT 6I3ExMIg3M 24503ASTn 3 Pragma: no-cache

71...1vzmzmk1;mz;u MDISMAT I3M3QENDVIN. 4 Expires: Thu, 01 Jan 1970 00:00:00 GHT

nOSZWLKTjoiNCT T iOmZRbHNLE m1vznvszmn;ourmvzmmz 5 Location: /Home

Server: Microsoft-IIs/10.0

Tiwicm9sZW1kIjoiMiTsInl
XTiOmZhbHNLESx7ImlvZHVSZWLKTj0i0DIzZ3IhMDELOWMOZi00Y2VNLTg4Y2MEYZdKYTE
hZGU4NZNLT 95ZW1KIj0iNOYONTE SNJAIMINEN | o i enforce,

ijIlwanthHByb]ZlcxIEZmE‘sc"VQLHsLbWdeﬁx]aHQLOLIZSYjEjM]czYSle(,ZjLTQ . ¥-Frame-Options: SAMEORIGTN

é
i
Y
&
g
5
@
3
5
|
@
a
2
.
5
g

nax-age=2552000
=43200

1) oo I ion: 1; mode=block
HN1£Sx7TnlvZHVS ZW1KTjoiN2Twy=T0M 1 pe-Options: nosniff
XTiwicm9szW1KTj0i0DgiLCIpeD! YT, levpchEI;euH 12 Referrer-Policy: no-referrer
dKMSTSTNIVhGVPACIET jkaTiwiakN |13 X-Permitted-Cross-Domain-Policies: none
e R (PR ER R NG ENIGIE |24 Teature Policy: fullscreen ‘nones
WM3ZGE2YWRLODA} ZSTSIn: 1s -policy: fullscreen=()
3RFFQz1GMiTsInlzYXBWemO2ZXI1OnZhbHNLE! nmlvzx-mzmkzjmz;uaumswm 16 Conment Security-Policy: default-src *; style-src 'self' http://*
IT3M3 QENDVL Tiwicm9sZWIKT o iMTTiLC junsageiniine’ script-src 'self' http://* 'umsafe-inline'
yIJmewxszuseyJ:b"RlevpoIEIJQAOWZANGJl j 2] . 1'; img-src 'self' http://* data:;
TWMDKOI iwi J31CITEmMESETY |17 Setocookic: dws-chumko-3; path/; secure; semesitemlax; httponly
sLusmnskawna-mou_mmJmnyulznzmannccyumsnzeu MAY4OWZNNTYLL 15 Set-Cookie: dmsCl=
CJyb2x1aWQL0i TWNDT i LCIPC2FweHI vdmVyT  pmYWx22X 1dLCT Le HAL OFESNI TxMI AYMTE CEDIBITBL2KICndMkNPLS_hv3REWHOTE 71>1tLZloyJLth‘{JHfFV‘{Aulea hpGAVECH_
UNSMUNZTSEQ. SSE L LezKNXEAnt XLaGEBOARTL1760Rh3ANSEAE2SEY HITR/ 2 aliwy MY ASQQTIqs2 106m_WdRoMD:
2 Host: ele-m2-testapp.app.baac.or.th Tm3_6€1n3=3LS4DEKBT2qEN o ocanand€3 5
Cookie: langCookie=th; .AspNetCore.Antiforgery.kZmmBedoUdk= V7 10eQ_2vD, Pemi: Yo £2WE L W3
CEDIDELERCR]Cndikpls ISRGCsangcUsdOie BT Ay £e 1DebEpEL 303 QP EQmMTRATIUSgLEkGDRATR_bVEDHVaL] Phoul _ -
Vb _2JDBzEn18iGR LR LLR7VSE BXINOE 94LrITYWgK
GLTLSHar ADNTO; dmetehunke.3: dns nggmhqusu.vmonwu SaUTuPh0035h5QrobBDEEVITyueBl; JT1LSkn
CEDIBITBL2KICnAMkNPLS_} hv;R7xlOcEmKJKOA,\A‘{\ o 7 B 23 izebDHRNL ruPzCENLORD N 2ud-H8
ubyOkijVEdW3k 487QL7LAAK?_I PlCzNXNYNZ OvqELr UAEEOL
SmnEmi avzPKE P1EapfNdqkjndllpsCX2G 7 . LWGE 1t - jxEa0u3Wul 0CxpIcIDE_3
ieh4mzwvamu"rew7vaEcML6Nn1MgMIELuA 16 IV ———— L0acai FovitTen F——
XqKS3KFOGiuFD {1BwCY 2 P 1 tdr: gCE-£2BW_K3nCgnx7PBALEOTTLG3ZEL enBY1B1ezONPLA7WYOyUAVE B2GKYVIV
177 L4z 11 dAeSKUOTECAT 73k08295C RVIWIHLCTE 9B2_tYpdmTXZLEZBLARFLMMNT Vb1 SUBBZIDNFUZP-5 4Y 25hS_XrC5U0y3DEWeUU4U-9adl
GZc-CI4s-PIoT 301pPGEbMN2XET 1058 6HVITKQROY VEH3T 8£6153hcpkDSK7HTZ22B1) 16 brLGIT CmqTwza¥_6ceopzh
dHNEijEZY;TSL"JBOkabegHDﬁquypquQWu 7r16_5LujfD3ni 3AKHSG 8R1OHEKKPTL UBX262pOI3NeBSL 2c:
€3 AE7UuSKU1ABeUONedTBhhO3Wy S 1ERKEG?: sXJSD"KQxye (HMVGA~VM-pXafCpodUKIE3S0 547yp6TkvodMVAWLqleyhvaX221 Pdetxxis] PbEInIm
nnQ2Rko6p-TI8qESEWL. CuTanEsxol ©xMIhDE2CT JKphDELTCS374CT_DZUORh guJVSth mwvwhwxghnwshmJpvamac
TIRETeNEL-LRBSYLLS B0 Nquan(ﬂxxhekalwxhqévlvaGEl 0368z_GRQXULOKH FPfwgE_LgFkdmoWay 3hinsQpw;
Faiuxuhu W1UAVSDZCST JtZfIgz3ITBzAUEL BLEVET Dl\AszxoSWs[ﬂeLeER:ESthLJNG"EE:7euLe:¥DchV1hran>\Ha KnS_Nb2j5s2xRal
akwrubqqnmabsqucfaziwouxvmmusqoxnmfrm\g ZFKLEFOQVHIZGhIOPYEY 70i7Brzn3 £1pLOLOTZW ULhIVdmesMso
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5.5 AS2ANU Secret/Credential Key lu source code
NANISNAFDUL
Asnswnle STAUAINULEBY a01uzYadlul | NUNEwme
101541491 Secret way Credential 880210 #N Talaeniswnby

Source code

‘Uimau‘l’l’aﬂiQQW‘ULLaZNaﬂiZ‘VI‘U

N13H9 Secret Keys 1’;114 Source Code ﬁaﬁﬂgmﬂmmaémﬁﬁmz (Sensitive Data Exposure)
Tuiouaziieumiu Remote Code Execution (RCE) w3 Full Access Bypass ﬂﬁ]’gﬁu%agﬁ Key 7
wuanansandslaiasiaglufinesd Access token/Credential uazdszylulalydmiuifeszuy
vieveyaualn Tedsszdiunnuidedunsivlsnuneneurnsen

N13H9 Secret Keys 1’;114 Source Code ﬁaﬁﬂgmﬂmmaémﬁﬁmz (Sensitive Data Exposure)
Tuiouaziieumiu Remote Code Execution (RCE) w3 Full Access Bypass ﬂﬁ]’gﬁu%agﬁ Key 7
wuanansaindslaiasiaglufinosd Access token/Credential uazészylulalydmiuifeszuy

Wevayayale Jadseiuanudedunisiulvnunenouisen

7 WILNENNTENU

(1) | 'https://e2e-uat-m3ui.app.baac.or.th/assets/index-5d8ad383.js

https://e2e-md-testapp.app.baac.or.th/static/js/main.76b30312 js

STAUAIULEDY
y , ALz Yrunang
SEAUAIULEL AN :
NANTENY AN
NBN A05:2021

A04:2021

CVSS:3.1/AV:N/AC:H/PR:N/UI:N/S:C/C:H/I:H/AH (8.5 High)
CVSS:4.0/AV:N/AC:H/AT:N/PR:N/UI:N/VC:H/VI:H/VA:H/SC:H/SIH/SAH (8.6
High)
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Auzinlunswaly

A1B5UY

LUININTSN buazUa9U

1. 4 Hardcode lnenanuin: wula Secret Keys 1o 9 Tulsa Source Code (luagiduntwnlan
<@

A1) LAELAANN

2. 1% Environment Variables: #1915 UN15A 9A9 bU LD 8A02UNINWA AISLY Environment

Variables Tun1sluan Key $¢1114n15 Deploy

3. 1% Secret Manager #34l

HashiCorp Vault
- AWS Secrets Manager

Azure Key Vault
- Google Cloud Secret Manager
4.'l% Git Secret Scanning: TuaSosdiowuy GitGuardian, TruffleHog, %138 GitHub's Secret Scanning

\{Wens1988U Repository wagUasnululvtnwmuiiuae Commit Secret Keys 1alumauausn

ADE19NAVDINITNAFDU

1) nagauns POST ﬁuaﬁuazgashu /ConsoleMaster/BranchUnitList

a==
Request Response

Pretty  Raw  Hex ® N = pretty  Raw  Hex n =

GET /assets/index-5d8ad383.js HTTP/2 AccountInterestList:s,setNewAccountInterestList:_, adjustAccountList:j, setAdjustAccountList
app.baac.or.th :_e,0ldAdjustAccountList: et, setoldadjustAccountList:tt, r textApplicationFinancial: ()

pp.baac.or.th =>(a((1),_(11),_e (1), £t ([1) )} )const emptyData$l=(customer account_number: 0, adjust_ta
ble: (distlfre: "", payment_calculation_method:1,maturity_date:new Date,schedule_payment_next

_date:null, number_of_installment: 0, type_installment: "fixed", stable_list:[],tier_list:[11};

Accept-Language: 9

€ Sec-Ch-Ua: "Chromi , "Not;A=Brand";v="99" Function useApplicationAdjustLoan () (const[i,al=reactExports.usestate (emptyDataSl), [s,_]=re
7 User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like actExports.usestate (null), [J,_e]=reactExports.usestate (null);return(adjustLoan: i, setAdjust
Gecko) Chrome/139.0.0.0 Safari/537.36 Loan:a, schedule_date:s, setSchedule_date:_, oldschedule_date:j, setoldschedule_date:_e, resetC
& Sec-Ch-Ua-Mobile: 20 ontextAdjustLoan: () =>(a (emptyData$1), _(null), e (null))))}const emptyData=(customer_id:0,acc
o Accept: */* ount_number: 0, adjust_table: (distlfre: "", payment_calculation_method: 1, maturity_date:new Dat
Sec-Fetch-Site: same-origin e, schedule_payment_next_date:new Date,number_of_installment:0,type_installment: "fixed”, sta
Sec-Fetch-Mode: cors ble_list:[],tier_list:[]), payment_period: {schedule_payment_next_date:new Date});function u
2 Sec-Fetch-Dest: script seApplicationPostpone () (const[i,al=reactExports.useState (emptyData) ;return{adjustLoan:i,se
3 Accept-Encoding: gzip, deflate, br tAdjustLoan:a, resetContextAdjustLoan: () =>(a(emptyData) } }}const ApplicationBasepath$2="/api
4 Priority: u= /signature”;async function getSignatureList (i)(var s;return(await axios$l.get (*§$(
s ApplicationBasePath$2
6 )
/inquiry/$(
i
)
*, (headers: (Authorization: ‘Bearer $(
(s=getUserProfileData())==null?void 0:s.token
)
*, "Content-Type": "application/json", "x-api-key": "LpN1Em3ghzQunFyyBSYT5i190MydU7GU" } }) . then
(_=>_) .catch (_=>(throw new Error (_.response.data.error_desc)))).data.datajasync function U
pdatesignature (i,a) (var _;return(await axiosSl.put (*$(
ApplicationBasePath$2
)
/update/§(
a
)
*,i, (headers: (Authorization: ‘Bearer $(
(_=getUserProfileData())==null?void 0: _.token
)
1)) .then(3=>3) . catch (3=>(throw new Error (j.response.data.error_desc)})).datajasync functi

on PinSignature (i,a) (var jiconst s=(cif:i,pin:a};return(await axios$l.post ("/api/third-par
ty/pin",s, (headers: (Authorization: ‘Bearer $(

(j=getUserProfileData())==null?void 0:3j.token
)
1)) .then(_e=>_e).catch (_e=>(throw new Error (_e.response.data.error_desc)})).datalasync fu
nction DopaSignature (i) (var s;return(await axios$l.post ("/api/third-party/dopa”, i, (headers
: (Authorization: ‘Bearer §$(

(s=getUserProfileData())==null?void 0:s.token
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2) nadaauns POST ‘U@‘U@idaﬂi’lu /ConsoleMaster/BranchUnitList

Request

Hex

Pretty  Raw
GET /static/js/main.76b30312.3s HTTR/2
e2e-m4-testapp.app. baac.or.th
"Windows"

3 Sec-Ch-Ua-Platform:
Accept-Language:

Sec-Ch-Ua: "Chromium "Not; A=Brand”;v="99"
¢ User-Agent: Mozilla/5.0 (Windows NT 10.0; WinG4; x64) AppleWebKit/537.36 (KHTML, like
Gecko) Chrome/139.0.0.0 safari/537.36
7 Sec-Ch-Ua-Mobile: 20
same-origin
no-cors
script
Referer: https://eZe-md-testapp.app.baac.or.th/
Accept-Encoding: gzip, deflate,

Response

Pretty  Raw  Hex

Page 54 of 63

key:

"saveAs”, value: function (e) (

if(e)(
var t=document.createElement ("a");
if (void Di==t.download) (
var n=e.name,r=e.src;
turn t.setAttribute ("href”, r),t.setAttribute (
“download",n),t.style.display="none", document . body.
appendchild (t),t.click (), document. body. removeChild (
€, t0
)
)
return!l

:"createInlinestyle”, value:function (e) (

var t=document.createElement ("style");
ery(
el (e=(
NODE_ENV: "production”, PUBLIC_URL: ". ",
WDS_SOCKET_HOST:void 0,WDS_SOCKET_PATH:void 0,
WDS_SOCKET_PORT: void 0, FAST_REFRESH: !0,
REACT_APP_DEPLOY: "2568-10-2 16.20",
REACT_APB_DEV_APTKEY:
"So3yAsrSt PTAFYZERbVYZimH7EHEYEdA",
REACT_APB_SERVICE_TYPE: "PROD", REACT_APE_TTMEOUT:
25", REACT_APP_UAT_APTKEY:
"7QgpgA72a5bzoKILLOTNK7Jyz1%D0",
REACT_APP_URL_BANK_DAV:
//e2e-md-testapp. app. baac. or.th",
_DAV_SIT:
e-m4-sitapp.app.baac.or.th",
REACT_APE_URL_BANK_PROD:
"https://e2e-m4-app.app. baac.or.th",
REACT_APP_URL_BANK_PROD_DR:
"https://s2e-m4-drapp.app.baac.or.th”,
REACT_APP_URL_BASE_PATH: "BAAC", REACT_APP_URL_DE
dvndns.ora: 9148", REACT APP URL EZE:
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5.6 AS2ANUNI5LY9U Software Nil¥aeln
NANISNASIULT
Bnsunly FTAUANMEEY | d01usYasivia | Nsnewme
1An159nLan Software ke M Talmensunly

UsLAUTanTIaNULATNANTENY
AsmsIanunslaey Software fiflwodim (Vulnerable Software) fsii
jQuery Validation Plugin - v1.19.5 ol
- CVE-2025-3573 (XSS)
1SZip v3.1.3 ivedlmisal
- CVE-2021-23413 (DoS)
- CVE-2022-48285 (Directory Traversal)
Axios v1.6.2 fiadluisil
- CVE-2024-39338 (Server-Side Request Forgery)
- CVE-2025-27152 (Server-Side Request Forgery)
nansznuTasslagenausTidvedlm
jQuery Validation Plugin
Attacker a13091318 Session Cookie 30 Access Token wa44 19 wagadlUgudsnnasvoylauf
(Session Hijacking) MstUdesunuiu: annsounludevvesmuiuiinluiu (Defacement) u3e
yaonlyulyUauoyaaius (Phishing)
JSZip
Attacker ¥n1snisUszananalila ZIP fidleuduseussyilnueundindunioidsnesiivssuiana
e ZIP auvdevhaunatesean
Axios
Attacker aa130le Server vasaanu Proxy ileaunuvdelanfiszuumeluaierisaiud (ntemal

Network) filuanunsaidslaainnieuen

7 WILNENNTENU

(1) | 'https://e2e-m2-testapp.app.baac.or.th/js/jquery.validate.min.js

https://e2e-m2-testapp.app.baac.or.th/js/jszip.min.js
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56

https://e2e-m1-testapp.app.baac.or.th/static/js/main.3ea%bd77.js

STAUAIULEYS
) , ANUUNELdu #in
SEAUAIULEL AN
NaNI¥NU Yunae
271999 A06:2021
Auzinlunswily
AN93UNY

jQuery Validation Plugin 8Uiamidu v1.20.0 ‘vﬁaqmﬁw
JszZip SUiamu v3.1.4 vde v3.10.1 videgenn

Axios Ul v1.7.0 wsoganan

ADE19NAVDINITNAFDU

1) nagauns POST %%a%am /ConsoleMaster/BranchUnitList

_BEB wn = e

2) nedaauns POST %%a%am /ConsoleMaster/BranchUnitList
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Request

Pretty  Raw  Hex

1 GET /js/jszip.min.js HTTE/2

2 Host: eZe-m2-testapp.app.baac.or.th

3 Sec-Ch-Ua-Platform: "Windows"

4 Accept-Language: en-US,en;q=0

S Sec-Ch-Ua: "Chromium”;v="139", "Not;A=Erand”;

¢ User-Agent: Mozilla/5.0 (Windows NT 10.0; Win&4; x64) AppleWebKit/537.36 (KHTML,
Gecko) Chrome/132.0.0.0 Safari/s37.36

Sec-Ch-va-Mobile: 20

same-origin

2 Accept-Encoding: gzip, deflate, br
3 Priority: u=2
4

(Enhance Debt Management Service) é’zyzynasuﬁ 64006243

like

57

Response
Pretty  Raw  Hex  Rende

HITR/2 200 O

Content-Length: 101953

application/javascript
03 Jan 2024 23:42:40 GuT

E
&
8
I
2

& Strict-Transport-Security: max-age=2592000

nforce, max-age=43200
SAMEORTGIN

Referrer-policy:
2 ¥-Permitted-Cross-Domain-Policies:
S Featura-Policy: fullscreen 'none

Permissions-Policy: fullscreen=()
Content-Security-Policy: default-src *; st
script-src 'self' http://* 'unsafe-inline’
© Date: Sun, 02 Nov 2025 21:25:49 GMT

le-src 'self' http://* 'umsa
‘unsafe-eval'; img-src 'self

/x1

and reading zip files

J82ip ¥3i1i3 - A Javascript class for generating
23 <http://stuartk.com/jszip>

S () 2009-2016 Stuart Knmightley <stuart [at] stuartk.com>
¢ Dual licenced under the NIT license or GELv3. See
https://raw. github. com/Stuk/jszip/master/LICENSE. markdown.

JS2ip uses the library pake released under the MIT license :
https://github. con/nodeca/ pako/blob/master/ LICENSE
-/

Ifunction (a) (
if ("object”

Slse PFMFunetiant

typeof exportsés’undefined”i=typeof module)module.exp

AaFineridefine amA)dafine (11

rnant

3) nadgauns POST ‘U@‘Jaidaﬂi’lu /ConsoleMaster/BranchUnitList

Request

Pretty  Raw

1 GET /static/js/main.3eaShd77.js HTTR/2

2 Host: eZe-ml-testapp.app.baac.or.th
Sec-Ch-Ua-Platform: "Windows"

Hex

>
q
o
o
&
|
e
3
5
&
H
5
a
@

.9
, "Not;A=Brand";v="99"
(Windows NT 10.0; Wingd; x64) AppleWebKit/537.36

sec-Ch-Ua

like

(KHTML,

Mozilla/5.0

& User-Agent:
Gecko) Chrome/139.0.0.0 Safari/537.36
Sec-Ch-Ua-Mobile: 20

8 Accept: */*

o Sec-Fetch-Site: same-origin

0 Sec-Fetch-Mode: no-cors

1 Sec-Fetch-Dest: script

2 Accept-Encoding: gzip, deflate, br

4

Request

Pretty Raw Hex

GET /static/js/main.3ea%hd77.js HTTR/2

[y

Host: eZe-ml-testapp.app.baac.or.th
Sec-Ch-Ua-Platform: "Windows"
Accept-Language: en-US,en;q=0.9

4

"Not;A=Brand";v="99"
Winéd;

sec-Ch-Ua: "Chromium";v="139",
User-Agent: Mozilla/5.0 (Windows NT 10.0;
Gecko) Chrome/139.0.0.0 safari/537.36
7 sec-Ch-Ua-Mobile: 20

Accept: */*

5 Sec-Fetch-Site:
L0 Sec-Fetch-Mode: no-cors
11 Sec-Fetch-Dest: script
2 Accept-Encoding: gzip,

same-origin

deflate, br

x64) AppleWebKit/537.36

Response
N = pretty Raw  Hex  Rende n o=
1 headers: (e,t)=>i (ci (e) ,ci (£), 10)
)i
return fr.forEach (Object.keys (Object.assign ({
b
e,t)), (function(r) (
const a=l(r]|li,o=a(elr], tlr], r);
fr.isUndefined(o)eeal==s|| (n[r]=o)
+
))in
)
const ui="1.6.2",pi
)
["object", "boolean”, "number", "function”, "string”, "symbol"].forEach (((e,t)=>{
pilel=function (n)(
return typeof e||"a"+(£<1?"n ":" ")+te
)
pi.transitional=function(e,t,n)(
function (e, t)(
return”[Axios v1.6.2] Transitional option '"+e+"'"+t+(n2". "+n:"")
return (n, i, a)=>(
Lif (L )throw new _r(r(i,” has been removed"+(£2" in "+t:"")), r

(KHTML,

like

.ERR_DEPRECATED) ;

return tes!fi[i]es (Fi[i]=10, console.warn (r(i,

" has been deprecated since v'+t+

" and will be removed in the near future”))),lelle(n,i,a)

Response
= | pretty Raw  Hex \de
1 HTTR/2 200 OK
2 Content-Type: application/javascript
3 Last-Modified: Fri, 31 Oct 2025 16:30:15 GMT
4 Accept-Ranges: bytes

"805fea2834adcl: 0"
Server: Microsoft-IIS/10.0

Date: Sun, 02 Nov 2025 21:25:57 GMT
5 Content-Length: 4103262

Etag:

10 /*! For license information please see main.3ea%hd77.3js.LICEN
11 (0=>(
var e=(

7762: (e, t, n)=>(
"use strict
n.r(t),n.d(t, (

default: ()=>s
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5.7 A5ANUNI5 19U Software Ul Header
NAN1TNAFIUYN
aa K ™ : 0 :
38n1sunly SLAUANULEY d01UYRINN NUYLYA

fin1suSuunly Response Header Talnonisunle

ﬂiztﬁu%'am'aawuLLa:wanszwu

1) Improper Information leakage
voslmildneglunqu Information Leakage wiaggluiAsafunislanivionisssyvadim
Tngmsa unnsidamevoya Software 1un1sly veyaviia (Input) wn Attacker Ssanunsatilulaly
nsTauvidureudule
Attacker lumpadenailunsmmavielsiaieie Fingerprinting Aduteuiioniiesfuiiuuuey
FameUszudnnauarningnslunisasns Payload Taud
voyafinsranuinslsnuded
1. Nginx
2. Microsoft 11S/10.0
2) Missing security headers
gaslmineerls
» X-Content-Type-Options
vonwsnweshily “wn” wilnlaanideniitodesiu MIME sniffing
» X-XSS-Protection
nalndasiu XSS wuuniluuausiges
« Strict-Transport-Security (HSTS)
Saduly HTTPS ynads
Tnedmansznuwenaulszamlasid
- 919 X-Content-Type-Options: iusnaase1afinuliainyiin ﬁwlﬂq‘ﬁmé’umwgﬂ%’u
- 919 X-XSS-Protection: anleniansed Xss srludfluusieesiidiossu
« 918 HSTS: slwgnanamnsaly HTTP la sihlwdes MITM wagn1sdnily
3) SSL/TLS configuration issue: ‘notAfter’

Yaslmilfeasls
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° ‘notAfter’ AoTununogvadlusuTesRavia (TLS certificate). MnuuneTe visslnanunaiy
wilunsweuna HTTPS luuedelnaiintulavaivaive wu lufusemuneiguatundslune

(%
a Y

918, AnAslususesiingm WU v10 intermediate CA vilwusiwesuealuweds, lulususesiionn
Tnlowandu visotolaanlunss
- Ingaanansznude wlwasiudnfiou “lulasnds” wazeraufidsnisifounowas @eeme

M3lanALuuANNamIe (MITM) wsgylyuisanuedgenvuabion vinluveyagnaniaviseunlule

9 wWrunefinsenu

(1) | https://e2e-m1-testapp.app.baac.or.th
https://e2e-m1-testapi.app.baac.or.th
https://e2e-md-testapp.app.baac.or.th

https://uat-efiling.app.baac.or.th

STAUAMULEDS
, o AUz A
SEAUAULHES guiinla .
NANTENY AN
21994 A02:2021 - Cryptographic Failures
AV:A/AC:L/PR:N/UL:R/S:U/C:L/1:L/AN (3.9 Low)

Auzinlunswily

A1B5UY

1) Improper Information leakage
N15%9U Header M9uuA (Defense in Depth) mﬂma\‘imimmﬂaaﬂﬁﬂqmﬂ #O9YNN13aU Header
Mdamegonnuiseonlunimunneuas Response it Client

d1%3U Nginx
location / {

proxy hide header Server; # 991 Header Server (no1iin1369a1lu Backend Tsvin91u

)

0AU)
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A1B5UY

}
dm3U 1IS

1. lUiiAe: HKEY LOCAL MACHINE\SYSTEM\CurrentControlSet\Services\HTTP\Parameters
2. @571371 DWORD (32-bit) lwuFe DisableServerHeader

3, fIAUAA7 (Value Data) 984 DisableServerHeader 10u 1

4. SAMSNUSNNS HTTP Service

2) Missing security headers
é?eﬂl'] X=Content-Type=Options:

. Anua X-Content-Type-Options: nosniff Tu header Lﬁaé"ﬂﬁtmﬁma%ﬂﬁﬁ’ﬁ
A MIME type firuuauaglinaialia .

. \ala1u X-XSS-Protection (fm5uULUs1LERIN):

. A13RIAT X-XSS-Protection: 1; mode=block aslnflaines XSS wazudoninaile
wunislaud xss . eunelsday Tiaes 7 gnenidnluiusiiiges luyuazaasly
Content-Security-Policy (CSP) wnu .

Doly Strict=Transport=Security (HSTS):

. n° 1N U header Strict-Transport-Security: max-age=63072000;
includeSubDomains; preload Lﬁaﬁjﬂﬁﬂﬁ;rzﬁ%ﬁaw{amu HTTPS wazdaafiunis downgrade
attack

. USupuuiudsnies:

. Nginx: dinilulola nginx.conf neluv@en server:

NGINX

add_header X-Content-Type-Options "nosniff" always;

add_header X-XSS-Protection "1; mode=block" always;

add_header Strict-Transport-Security "max-age=63072000; includeSubDomains; preload"

always;

3) SSL/TLS configuration issue: ‘notAfter’

[
CR Y

1. seyluiusesivueeny - avvaeulususesrdviaavualulassassiuguiasmyandsly

nuluiusemuneny.
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A1B5UY

2. neo1yluiusewiuil - unAuves SSL Store wusiTvdsuluiuseduulaess Weswn
lususomuneginadenanNENYLAL AN YRIBIANT
3. Ananslususedlny - Andslususesuudsniiesingnneswuisveeseuu (WU Apache,

Nginx %50 IIS)

AU NNAVDINITNAFDU

1) nagauns POST ﬁuaﬁuamuaﬁhu /ConsoleMaster/BranchUnitList

Request Response
Pretty ~ Raw  Hex _ W = | pretty Raw  Hex ende
POST /BAACCoreService/rest/internal/app/auth/auth_session_manage_update HTTP/Z HTTP/2 200 OK

Server: nginx
Date: Sun, 02 Nov 2025 19:51:06 GMT

Host: eZe-md-testapp.app.baac.or.th

3 Content-Length: 148 3

4 Sec-Ch-Ua-Platform: "Windows" 4 Content-Type: application/json

5 Accept-Language: en-US,en;q=0.9 5 Vary: Accept-Encoding

¢ Sec-Ch-Ua: "Chromium”;v="139", "Not;A=Brand";v="99" 6 Access-Control-Allow-Origin: *

7 Npltoken: 7 Access-Control-Allow-Methods: POST, GET, PUT, DELETE
eyThbGciOiJIUzIINiITY. eyT1c2Vy SWQiOiIXMTI4NZAWIiwicm9s2UlkIjoiMiISINRICHRIZCIGODM2LCTjenVhdG | § Access-Control-Allow-Headers: *
VEACIEIIwMjUtMTEtMDIgMTkEMDCENTTi LCTle HBpenVEACT 61 TwMj UL MTEEMDkgMTCENDCENTIiLCISYRNOTGI9na | o Rest_uuid: 513d5946-b4b7-4058-a080-2610701e0802
W4i0iTIwMzZExXM)UWMIExMTkifQ. PKChLMPMGPS rXxFqF1xfOE1ts1CmpLt jZ21USq7 IMkCk 10 Server_id: 68765922

Sec-Ch-Ua-Mobile: 20

Zoneurl: https://eZe-md-testapp.app.baac.or.th

10 User-Agent: Mozilla/5.0 (Windows NT 10.0; Winé4; x64) AppleWebKit/537.36 (KHTML, like
Gecko) Chrome/139.0.0.0 safari/537.36

Accept: application/json, text/plain, */*

Vary: Origin
Vary: Access-Control-Request-Method
Vary: Access-Control-Request-Headers

Referer: https://eZe-mé4-testapp.app.baac.or.th/
Accept-Encoding: gzip, deflate, br
Priorituv: n=4. i

12 Content-Type: application/json "sessionId”:null,
13 Origin: https://eZe-m4-testapp.app.baac.or.th "errorcode": 0,

14 Sec-Fetch-sSite: same-origin "errormessage”:null,
15 Sec-Fetch-Mode: cors "totalCount”:null
16 Sec-Fetch-Dest: empty )

2) nedaauns POST ﬁuaﬁuamuaﬁhu /ConsoleMaster/BranchUnitList

Request Response
Pretty  Raw  Hex Iy n = ende
1 GET /js/jquery.validate.min.js HTTE/2
2 Host: ele-m2-testapp.app.baac.or.th| : 24601
3 Sec-Ch-Ua-Platform: "Windows" Content-Type: application/javascript
4 Accept-Language: en-US,en;q=0.9 Last-Modified: Mon, 19 Feb 2024 14:23:51 GMT
5 Sec-Ch-Ua: "Chromium”;v="139", "Not;A=Brand”;v="99" Accept-Ranges: bytes
¢ User-Agent: Mozilla/5.0 (Windows NT 10.0; Winé4; x64) AppleWebKit/537.36 (KHTML, like ¢ Etag: "1da633£42761599"
Gecko) Chrome/139.0.0.0 Safari/537.36 server: Microsoft-IIS/10.0
7 Sec-Ch-Ua-Mobile: 20 Strict-Transport-Security: max-age=2592000
§ Accept: */* o Expect-Ct: enforce, max-age=43200

0 X-Frame-Options: SAMEORIGIN

1 X-Xss-Protection: 1; mode=block

X-Content-Type-Options: nosniff

Referrer-Policy: no-referrer

X-Permitted-Cross-Domain-Policies: none

Feature-Policy: fullscreen 'none'

Permissions-Policy: fullscreen=()

7 Content-Security-Policy: default-src *; style-src 'self' http://* 'uns:
script-src 'self' http://* 'unsafe-inline' 'unsafe-eval'; img-src 'sel

& Date: Sun, 02 Nov 2025 2 141 eur

. Sec-Fetch-Site: same-origin
Sec-Fetch-Mode: no-cors
Sec-Fetch-Dest: script
Accept-Encoding: gzip, deflate, br
Priority: u=2

G W

/*! jQuery Validation Plugin - v1.19.5 - 7/1/2022
* https://jqueryvalidation.org/

3) nadgauns POST ﬁuaﬁuamuashu /ConsoleMaster/BranchUnitList
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Request

Pretty  Raw

Hex

POST /ConsoleMaster/BranchUnitList HTTR/2
Host: eZe-ml-testapi.app.baac.or.t

Content-Length: 1591
Sec-Ch-Ua-Platform:
Accept-Language: en-US,en;q=0.9

"Windows"

Accept: application/json, text/plain, */*
Sec-Ch-Ua: "Chromium";v="139", "Not;A=Brand";v="99"
Content-Type: multipart/form-data; boundary=----WebKitFormBoundary8wraCGDOFDNxS72b

Sec-Ch-Ua-Mobile: 20

User-Agent: Mozilla/5.0 (Windows NT 10.0;
Gecko) Chrome/139.0.0.0 safari/537.36
origin: https://eZe-ml-testapp.app.baac.or.th
Sec-Fetch-Site: same-site

Sec-Fetch-Mode: cors

Sec-Fetch-Dest: empty

WinG4; x64) AppleWebKit/537.36 (KHTML, like

Referer: https://e2e-ml-testapp.app.baac.or.th/
Accept-Encoding: gzip, deflate, br
Priority: u=l, i

777777 WebKitFormBoundary8wraCGDOEDNxS72b
Content-Disposition: form-data; name="token"

eyThbGeiOiJIUZIINIISINRSCCISIKPKVCTY. ey 1c2VybmFt 25T 6T JEXMIg3MDAL LCTLbWFpbCT 611 ISINVZ2XITZC
I6IJExMIg3MDALLCTIH3VUERVAZ4i0IASIMLVZHVSZXMi0lt7InlvZHVSZW1kIjoiZ)USMDISMWItNGESY SOONGNKL
WTAMAOFNAVI N A3 2GZmNNT T fwi om0 201 kT30 NCTeTm ] >V Rwem 87 2% T § OmZhhHN 1 £ 8w 7Tm ] v ZHVe 201 kT30 N Tw

62

https://eZe-ml-testapp.app.baac.or.th

Response
Pretty ~ Raw  Hex  Render
1 HTTE/2 200 OK
5 Content-Type: application/json; charset=utf-g
3 Vary: Origin
4 Server: Microsoft-IIS/10.0
Access-Control-Allow-Origin:
Date: Sun, 02 Nov 2025 20:17:25 GMT
gt
"branch_units": [
{
id":498,
"created_at":"2023-11-12700:00: 00",

"updated_at
"boo": 240",
"branch_unit":"4709",

: "\ uDE40\ uDED1\ u0E29
"name_en": "KASET WISAT 1"

uDE1S

"id":1514,

2023-11-12T00: 00: 00",

uDE23\ u0EZ7 \ uDE34\ udEZA

023-11-12T00:00: 00",

:"2023-11-12700:00: 00",

"branch_unit
TUnAR4n nARN

:"4709",

Tnamas . HWARP G\ HARTS
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4) nedaaunis POST ‘U@‘Jaidaﬂi’lu /ConsoleMaster/BranchUnitList

Request

Pretty  Raw  Hex

1 GET /static/js/main.3ea9bd77.js HTTR/2
2 Host: eZe-ml-testapp.app.baac.or.th
sec-Ch-Ua-Platform: "Windows"
Accept-Language: en-US,en;q=0.9
sec-Ch-Ua: "Chromium”;v="139",
User-Agent: Mozilla/5.0 (Windows NT 10.0;
Gecko) Chrome/139.0.0.0 safari/537.36
sec-Ch-Ua-Mobile: 20
Accept: */*
5 Sec-Fetch-Site:
L0 Sec-Fetch-Mode: no-cors
11 Sec-Fetch-Dest: script
12 Accept-Encoding: gzip,

"Not ; A=Brand";v="99"
WinG4; x64) AppleWebKit/537.36

o0 w

same-origin

deflate, br

13

(KHTML, like
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Response

Pretty  Raw

HTTP/Z 200 OK
Content-Type:

Hex Rende!

application/javascript
Last-Modified: Fri, 31 oct 2025 16:30:15 GMT
Accept-Ranges: bytes

Etag: "B05fea2834adcl:0"

Server: Microsoft-IIS/10.0

Date: Sun, 02 Nov 2025 21:25:57 GMT
Content-Length: 4103262

Lo e W e

> ©

10 /*! For license information please see main.3ea9bd77.Jjs.LICEN
11 (0=>¢(
var e=(
7762: (e, t,n)=>(
"use strict”;
n.r(t),n.d(t,{
default: ()=>s
}



