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U 1 uni (Introduction)

1.1 AMWIINVBINTNAETDY
N13NAABUNITEIINI (Vulnerability Assessment) wunszuiunisiigauunisussidiuaiy
fupaUaenderedseu lngofenisdnassguuuunislaufssuuivonumysdmiazUseiiiuning
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ﬂaaﬂﬁaLLaxmmuﬁL%aﬁaﬁqasﬁuiaa%’umiﬁmumsfl;uam‘ﬂs
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CcoJ ﬁwmaauaauﬁgﬂ Non-Production (UAT Environment) wag Production tagidunisnagauwuy
19 Credential dwiuiadoad manefioglussuunuuimsdansaauamuiifosnsgdunislvuing
Tngnsaunquita
« MIALAUTTUUUUANTS (OS Vulnerability Scanning)
- NMaunuTDIlIMUY Image File (Image Vulnerability Scanning)
Fasudunsuuaiesiiomndue (Commercial Tools) lawn Nessus Professional d1msu
nsaunuyeslvessyuuUfURng (Operating System) Vs mngluaninwinaen UAT uaz
Trivy dmsun1saunuredlniuy Image File #ilad@1mnsunis build file findesyuu Tneseasiden
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AT ¢ 1 NaNSNAdeUTIgazduAlIMNNgdEnTUNIINA@ UMYl (Vulnerability Assessment)

MIALNUTEUUUNURNT

(OS Vulnerability

Scanning)

172.31.181.148

E2E-COJ-APPO1D

UAT

MTALNUTTUUUNURNT
(OS Vulnerability

Scanning)

172.31.181.149

E2E-COJ-SFTPO1D

UAT

MIALNUTTUUUNURNT
(OS Vulnerability

Scanning)

172.31.181.204

E2E-COJ-DBO1D

UAT

MFALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.29.149.31

E2E-COJ-APP VIP

DC

MIALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.26.181.23

E2E-COJ-APPO1P

DC

MIALNUTTUUUNURNT

(OS Vulnerability

172.26.181.24

E2E-COJ-APPO2P

DC
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MIALNUTTUUUNURNT
(OS Vulnerability

Scanning)

172.26.181.25

E2E-COJ-APPO3P

DC

MIALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.29.149.32

E2E-COJ-SFTP VIP

DC

MFALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.26.181.27

E2E-COJ-SFTPO1P

DC

10

MIALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.26.181.28

E2E-COJ-SFTPO2P

DC

11

MIALNUTTUUUNURNT
(OS Vulnerability

Scanning)

172.29.149.33

E2E-COJ-DB VIP

DC

12

MIALNUTEUUUNURNT

(OS Vulnerability

172.26.180.79

E2E-ESXi109.it.baac.or.th

DC
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13

MIALNUTTUUUNURNT
(OS Vulnerability

Scanning)

172.26.180.12

E2E-Alletral01

DC

14

MIALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.26.180.13

E2E-Alletral02

DC

15

MFALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.26.181.85

E2E-COJ-DBO1P

DC

16

MIALNUTEUUUNURNT
(OS Vulnerability

Scanning)

172.26.181.86

E2E-COJ-DB0O2P

DC

17

MIALNUTTUUUNURNT
(OS Vulnerability

Scanning)

172.31.149.31

E2E-COJ-APP VIP

DR

18

MIALNUTEUUUNURNT

(OS Vulnerability

172.31.180.13

E2E-ESXi209.it.baac.or.th

DR
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Scanning)

19 ﬂ’]iﬂLLﬂu%UUUﬁﬁami 172.26.180.79 E2E-ESXi109.it.baac.or.th DR 0 0 0 0 0 0 0 0 0 0
(OS Vulnerability

Scanning)

20 | msaunusyuuluRng 172.31.181.27 E2E-COJ-APPO1S DR 0 0 0 0 0 0 0 0 0 0
(OS Vulnerability

Scanning)

21| msaunusyuuluRng 172.31.181.28 E2E-COJ-APP02S DR 0 0 0 0 0 0 0 0 0
(OS Vulnerability

Scanning)

22 | msaunusyuuluRng 172.31.181.29 E2E-COJ-SFTPO1S DR 0 0 0 0 0 0 0 0 0
(OS Vulnerability

Scanning)

23 | msaunusyuuluRng 172.31.181.82 E2E-COJ-DBO1S DR 0 0 0 0 0 0 0 0 0
(OS Vulnerability

Scanning)

24 msmmw&adwiuu Image M3 _image.tar M3 Module UAT DC DR 0 0 0 0 0 0 0 0 0 0
File (Image Vulnerability frontend-react:v2.2.12
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Scanning)
25 | msawnueslul Image M3_image.tar M3 Module UATDCDR | 0 | 0 | o | o o | o] o] o
File (Image Vulnerability Backend-go-api
Scanning)
26 | msawnueslul Image M3_image.tar M3 Module UATDCDR | 0 | 0 | o | o o | o] o] o
File (Image Vulnerability Report-server-api
Scanning)
27 | msawnuesiwiul Image M3_image.tar M3 Module UATDCDR | 0 | 0 | o | o o | o] o] o
File (Image Vulnerability dashboard-uiv1.0.51
Scanning)
28 | msawnueslul Image M3_image.tar M3 Module UATDCDR | 0 | 0 | o | o o | o] o] o
File (Image Vulnerability dayend-batch:1.0.1
Scanning)
29 | msaunuyesviuy Image M4 Ma Module UATDCDR | 0 | o | o | o | o | 0o | o | o
File (Image Vulnerability | baaccoreservice20251110.tar
Scanning)
30 | nsawnuesliul Image coJ COJ Module UATDCDR | 0 | 0 | o | o o | o] o] o

File (Image Vulnerability

baac-api-frontend.tar
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Scanning)

31

MsauNUYesnIuY Image
File (Image Vulnerability

Scanning)

CoJ

baac-api-backend.tar

COJ Module

UAT DC DR
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1.2 Ingusveen

[

nOUs

q

® LilpAUM ATIIABY Uazsryyedmneadeyluszuuilmunevesesans waidae

o olnvaiauauuglunisiiuyssansnalunisvasiunislaufanygunin wasdsuls

N v

YAIAUDINTNAZDOU LRI

yneaunognylunisdlyUsylovulunislaus

R

17195115UNUaE SEUUANNUaRA S uUNlASUINNNSNAZDU

1.3 ASIAATIZUTZAUAMMEDIAIUTIUN5YRNNINATIINY

lunmegeunsausnnuYadng 11 1 518013 Insnuinuseauaudedladsil anudesas

1

WoUsEIluAMUESNINE I8 URAALYRINTNINTIANUY LAETIMUNRAINTEAUAIUTULSS

Yo9AILA sz dnatnuaudAgyluntsadunisunlani o usININanIEN U919

17U 1 Usznnvaalnd 911U 8 519015 wazlasunisunluiavun TngkaninunsInaLanInIuais

10

SYNSNATDILAINITNULDIT (ATILSN)
1Y 1 USTnnaadlinl 31U 8 519013

S18NNSNAYDIAINISNULBILAT (MAFDULT) N ULDILNIALYED

0 0 0 0 0 0 0 0 0
[
NANITVNAZDUASILLSN NANTSVNARDUT
Hgenn Hlas Yunang o W UolduBLuY

JUN: 1 N9LARITIIUYRITERUANIILEETIATIZVANTIENSY0II A TIINY
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UNA 2 YBULYANITALTIUAUY
2.1 5892INTNAGTBY

M99 1 2 LanTEEaINTIAdeunlaaLiung
ID fanssy JunatuNg NUBLN
1 | Vulnerability assessment 24 panAY 2568 - 7 WeAINEU 2568

Initial Testing

2 | Remediation by Developer 7 WeAIN1EY 2568
3 | Vulnerability assessment 10 ngAINNBU 2568

Re-visit Testing

4 | Deliver Re-visit Report 10 ngAINNBU 2568

2.2 wasasdantylunisnagau

a

Watiuyszansanuazanuaseuaqulun1sinsiznyedny dunaasulalyisniswuy

N v

naunaulaglanunsostiouuudnludfvagluaudunmaaeusiuiu insesdienlylunssuiunisilfivel

AN : 3 LAASLAS DL AN IUNAABUANNIIENNS

YOLATDILD ANOBUNY Tool type

=)

1. | NMAP (Network | ifuiadesiiodmivaunuuaziinseniaiovisiilely | Automatic
Mapper) NN9ATINABULAYAUVIATBILLTTY (hosts) LazuINTg
(services) fiviausg uuaIewe Suflanuanunsalu
ASAUNUNDTA (port scanning) i enTI988 U MNeTA
Taq vuadesd manegnidasyviely swdanisssy
spUUU A5 vieung vuiag eumatiun e
uaNNT NMAP SN N T AN LLUULATE LAY
wuvaniilensaaaeuveslmuazanuUasniovessyuy
duedesilofigninanlalunismaaeuanatiosuay

ANUUaenfvo1A30Y18lUNTAGBULANE TEULLAY

NNSUTLLIUAULAIUDITEUUABUNILADS.
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=)

CRIGERND ANOBUNY Tool type

sslscan/testssl.sh WJuas esdodusunisnaasuninuvasndeved | Automatic
Wsiaesilyluslaaea SSL/TLS @ wufngnlalile
mafﬂaa‘umiﬁmummLLazmﬂégmuﬁuad SSL/TLS v
@svnesvsaiiulen wisdlewmardvrslunisaum
Jymiioraintuisrtumulasade wu veduly
AMsimuaAa SSL/TLS, nslosuresdyainiava
(certificates) WagnN15MI29d0UAINUAOAA BB

Viuleafily SSL/TLS saudsUywiiii g2 e9iunns

L%Iaﬁasuaﬂrzdaaﬂ Certificate Authority (CA) ang

Nessus Wuwasosilan1snsiasuaulasnsswuusalulia | Automatic
(Automated Security Scan) 9 9dainuaiunsalunis
ALNUBLALATIVADUNNYILIIN BN ANULA BN DT U

ADUNILMDTHATLATOUY

Trivy WJueeslienisnsisdeunnulaeniouuusnlui®d | Automatic
(Automated Security Scan) 9 9dainuaiunsalunis
ALNULAZATINEDUINVBILIMTIB13TAUEDINDTLUU

Ao ImaTLavtAsaelugULUUTeY Image
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2.3 Nunaaau

A5199 : 4 nsnedaulasiunisinefiunadeunuseTelunisnenIuans

7 ﬁw%aémaau Certification Usraunsain1svhneu
1 | Warunyou OCSP, CEH, CompTIA ffiunsusifiurelmuaznade Uiz
Sunpachit Security+, CompTIA yuuluszAu Mobile Application, Web
Pentest+, CC Application, Network, Thick-client
Application Tugsfian1sRdunssuIAs
sauwnay Usyfade uwazdus Taed
UszaumsaimumsUssiiiuredmuay
NAFEUNZSTUUNINNI 15 O
2 | Pongsathon OCSP, CEH, CompTIA | fudunsuszdiuvedmuasnadouians
Sirithanyakul Security+, CompTIA yuuluszau Mobile Application, Web
Pentest+, CC Application, Network, Thick-client

Application Tugsian1sRkunssuIAs
nsauuan Usedude wagdue ool
UszaunsununsUsiliuredmnay

PNAFDULINLTEUUNINAN 7 U

2.4 YpANA

nsnageuiidunmsvageuanlulia1fmmuaniu (point-in-time test) kagn15UsIiuAY

'
o w

Uaeadegnindneglurisiaifinnaiuly narfimiufniaznisnadeuiiuineassidnwed e
dunaiiuladn veuugilusdiunmedeuveslmiiiuinseunsly TI08INNAEEUNISINETEUY
vuszvuidusroymialednisidsunlasidfg wu n1sidsunestugenaulsivunionisanm

aunsalvy Mmswdsuuasiddguiioadumelniavedmilu o
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U 3 WUINNNITNAEDU
3.1 An1snlalun1snesau

T Us2aInvaIn1TUsE Ul ADN1INTIINUYRILNINT 09A00UN N BIN1TUTUUTY wayin
yorauakuslunisunledymiiinuiazsgazidaneiniun 09N 15 ugU UAns n1susedu

ﬂi@‘Uﬂijllaﬂﬁ’]ll‘LJ‘i%Lﬂﬂ%@ﬂﬂ?iﬂﬂﬁawﬁa\ﬂﬁ?LLﬁEﬂ’ﬁ‘V]ﬂﬂ@‘ULﬁ]’]%i%UUG]’]ZJG]’]iNﬂ’maN

A15199 : 5 USELANBIn1SNageumvedlniLag NSNAEaULANE SE UL

MIVARBULUUNABIM MINATOULUUNABINT MTNATOULUUNABIYT)
(Black box) (Credential) (White box)
1) lsndumedvweyaifentu | 1) fwunszuudmane 1) W1 source-codes 18435 UY
Wvnevesszuy 2) ntfydylaluunnay th q
2) SuduposBudunlmneno | 3) ndresueseandenns | 2) IndesuieseasiBenvasun
yadouIzar Uy Wevosty | Tsnussuuumasay aviandumslasny
NINAFOUNBNTBULYN

3) lulndydyladwiuneaeu

bA1ETEUY

T lATRUINTEUINNG MINAFEUMNTEIIMI AT NSNARDULNZIEUY 2INNTBUNS
yaaouss 9 (Framework) ilavanyszanalalmnzaufuanmuinasunmsvaaouiaz sy Uty o
WU NSzUIUNINageUALUaenfoiinuaun szt antsly uaIsaunea (Human) 179015
N8N (Physical) nsnageulasevielsane (Wireless) 910 Open Source Security Testing
Methodology Manual (OSSTMM) v3 nMsMadeulness UuTessyuUasaumauiaiasinsdnmilete
Mobile Application Security Verification Standard (MASVS) wag OWASP Mobile Security Testing
Guide (MSTG) n3nndeulz sy uuLiuLoUnaIndu OWASP Testing Guide (OTG) vé \uay
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3.2 Yaya1ednlyusiliuadnandes

3.2.1 OWASP Top 10 Application Security Risks - 2021

Wusenuiiimuasasssydgmiinetvesiuanudaesadelunsimuiwazaniuniswey

waadufinuueslunislynuase 'ﬁwmuﬁgmmmmﬁm OWASP (Open Web Application Security

Project) @aglauunisiasuassaudasadsluivueundindunazgenauls nsseydaymaiy

Uaendeiddgigninauslusisauivislninimuiuasyguassuuaunsnssywasunludymaiu

AnulasnsulutunaunIsiautasatun1skaUnandulaoestiussansain

AN © 6 1831UVBI OWASP Top 10 Application Security Risks — 2021

(https://owasp.org/Top10/)

OWASP Top 10

Application 2021

ANB5U"Y

A1l: Broken Access

Control

arundesiifsvestudymilumsnuaunnandseyavietandu
Tussuulnglugnassioliiisane deoravilglulszasafianunsoiis
voyavidorhmemsiilulasueyngn Teasdennisvhaueiasiudi
1. mawnfweyaitlulaiueygne: gludsrandensannsaendseya
fifaruduniefiddlaelulasueunyin Tnsidenluveyaiilugndn

N3991139 lUTIN1IATIVADUNITANTNTUND

]
=

2. maddsundaseyailulasvougin: wluvszasaionayiinig
Wasuuasweyafiddyviedanuddylnglulafuougn G9e19
amalmAnanudemenieauianaialusyuy

3. msviremsilalasueyge: ghiszanionasidunisnensd
dsmansenudilufisuszasanossuunievoya Taslystendundo
anuanasafilslaiueyan
nsunldmiigavesiusenu Al aansavilalaenislyssuu

ﬂ?iﬂ’]‘i,lﬂllﬂ’]im?ﬁ\‘iﬁL“UQJ\‘i’mLLazﬂiaUﬂQN MNINITNAFBULATATIVEBY

ANUUADANEYDITLUUDEIANLAND

A2: Cryptographic

Anudssineavesiudymitunislumadanisiwisiaiilugnees
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Application 2021

ANB5SU"Y

Failures violufiome Fsoravinlnveyailiiemesiuanudunienuaondogn
Dawmeviognuenainiula
FYAZBEANITVINUDIRTIUDN:

1. mslsiinsanstaiiluifiome: nsleisnsanstarlumnganvie
feandssas wu nsleisnsansiaigniaisudeiduiisdnly
umnlaasade

2. AMWEINAUTOMNIUA: NFATILAENTIAMSUNIaNsLSTaTila
Uaonsty Georavilgludsrasadannsainisssusliaviewnis
joyadiddnyla

3. AIANTSAUMTINMIANLA: mSLﬁU%’ﬂmLLazmiﬁﬂmiﬁU%ﬁmﬁﬁ
wnsantafiveunnseanionisdanisitlumunzanvinluvoyagn
UawmevIagnuenaniiu

4. msysaEsTULRN T Matszgnalysruumansaiidvounnges
vafimadenlauulignees Feenavilueyadssmenislou
Aswn bty e Ba et US89y A2 @ansavinlalaenasley

weluladnisensiaidanudasndowazmuzay saufanisuiulss
NTPUIUNTAT AT ANISA VAT T ANSI ST aRe 19z s Tauasd)
Usgdnanm

A3: Injection anudssiiAsivestunisdanslavszasnaidalulureyauie

U]
o v a

ﬂ’]ﬁx‘ﬁ/l%‘i.lLGUWZJWI‘L!%‘U‘UIW813419’!%‘1.1ﬂ?i@]ﬁ’lﬂﬁa‘tl%%@ﬂia\‘iam\‘iLﬁiﬂz’dll Y9919
Mluianislan@Auuy Injection L¥U SQL Injection, Command Injection,

LDAP Injection, 39 XML Injection

FIU8BEANITVINNUVRITIBIU A3 111505300
1. SQL Injection: N1584lan SQL fluszaspdluvayafignadiuiuily

woUndaduiialtavseUsuasuveyalugiuveya
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ANB5SU"Y

2. Command Injection: nsffdlanddsszuuiiladsyasailuvoyadign
anvnluseundiedudie fumdslussuuvianiwoyadilulady
U9

3. LDAP Injection: 13iflan LDAP #iluszasailurayafignasianan
Tuweundinduiiiolanfiuinislasnveiuaziandsoyaiidndny

4. XML Injection: n13dldlan XML filuuszasalurea XML fignasian
wluseundindudielanfissuunioidamsvoyaiiazidanundy
aush
AsUesfunsTauALUY Injection @unsavinlalaenislyfiudisaia

[

AVITUAYNITRIVOLARY ML AUNBUNLAUVIFTLUY U sluiundin

anslumsivntegiuveya waznisleiundrdadnslunissudidessuunie

[enlyusnisannnieuen

Ad: Insecure

Design

ANULE 8971 LA 82989AUNT9BNLUULAL AT 1L UNALAT ULAe lu AT D
1INIFINANUUAANELAEUANNITRNLUUNUaBA YR 1L EINE F981391

Tniingedlmitazauluvasndonis 9 Tuleunaady

F188LLDYANITVNINIUVBITIZNU Ad EI1TOTIN:

o a £

1. M3vwAnNansalun1sdinindns: msviaauamisalunisdiie
AvSunzmuaun i ieyaviioliniuveeundiedy Ssoraviiln
yhilsyasaransanfeeyailusngaumvieritniansesiila
Wianza

[y a

2. nsludiisisnsUestuiiduresmeya: nseenuuukeundiedulay
ludrilsfsnsUassuiifituvesvoua Jservilvveyaiididygn
Daweviegnlulaogluusyasnd

3. 11591AANAIN1501UN1TATINABULAZNITAAAIYN: N1TVIA

ANuaINnsalunIsnTIdeulasinmuAanssuAnndulussuy 1wy
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nslutinstuiindenvseluiiniswaaieuiiodfanssuiduldlules

nsunladymiienresiuseanu Ad aunsavilalagnisesniuy
harNauIkaUNaATUlael AT 9PN UaBAN IA ILARNY SAIUAINTThY
nannIskazmAluladivasnde Wi eannINULE 8999989l warAnuly

Uaannaluwaunanty

AbL: Security

Misconfiguration

ANULEENLNEIVDINUNITANNAUAA AL NITHIAITEUUNS DA UNALA
Fulnelugnaemieluiismeiniiavedmnidameveyansoinlniin

Anululasnsiey

FIU8BEANITVINNUVBITIBIU A5 11150530

1. eduauitluvasadte: nslyadunuiiludaendevienilianudes
i saruSuauignaaly, nadalrnuilaesiilusudu

2. miﬁmum#ﬁwélﬁgﬂgaﬂ: MsimuamaAVS v odvETluiaame ¥in
Ty laszasaiannsanisoyavidofndudilalaiueugala

3. nstengasBeansvhauilusudu: msfisnsasBennisinau
vioveyaiilusiduwilug luuszasaianunsolaveyatulunislond
ln

4. ANBURALAENITIANINEITU: MIvAMISUnRToiAL Ve
msdnmsnestuiianansarilmietesmiiituniulasadedvie

Mluanenuluvasadsluszuy

nsunledgymiifieavesiusieau A5 a1u1saiilalaenisnenn
szuvnazieundndulndulunundnnisuazunnsgiuanuasasdy suds
n1snageuANNUasaiglazn1sATIvEauNIsRsA e lnkulaludaiy

deomisevedmlag Ndaweveyavseriininauluvasasdelussuy

A6: Vulnerable

and Outdated

AULALINLNEVBINUNITIIUEIUUTENDUVBITLUUNI DL OUNALA

o

Funivedlmnsenostuninianuluvasnsy o1V luinmnuidsaLay

Page 9 of 29




oy szuunuUIMIsiansaunmutiitesnsedunisiuuinis

(Enhance Debt Management Service) ﬁ'agzy’]l,asuﬁ 64006243 o

OWASP Top 10

Application 2021

ANB5SU"Y

Components

wlng 9 Tuszuu

S19aELBIANITYINNUVBITIBNU A6 @1115TIND:

1. mslsauaulszneudiiivedin: mslvsuaznsimnauyssney
wialausi3adyedlmluszuu wu lausi3idvesdnivessia
govlausng q vieymadosdiefiluvasnsde

2. mslanuaiudsznounestuini: msluauaiulsenounsolaus
dunestunuasdvedmilaumaunliluneiduaan

3. M1591ANTSUAALATAITIANISIITY: N15VIANTSULAALAZATS
Sansnestuiianusavilminalulasadelussuu wavvednd

I
Y

ArunNuUannnesi

nsunludym A eavesiusIeu A6 @mnsaritlalaenisiionig
ALNUBLALATIVEABUAIUUTLNBUVBITEUUNS DB UNA LATULN 8RSV
aUUseNaUNIYeI NI ITULN tazyinn1ssumarsawnlvaulsenau

wiauielniinnulaenieigey

A7: |dentification
and
Authentication

Failures

ustmenuitlnenud Aty ”UﬂzymLﬁ'mf‘ﬁ’umsixqﬁmmmxﬂﬁ
Suseasinu Jaduaiudidyuesnnulasnsevessyuu Welinuianain
Andulumsssyrienssusesiin yludszasrrorailloniawnfseyavie
andudilumngay vienseviinslugiusklasfignavulnianias laglula

Y

FUNITATIVED UYL AL ZE

SwazBeniiieIveteaTIde:

1. Weak Password Policies: Wlgunediluwssaienfunissesianiui
fanuvaeade vilvgludssasaiamnsaviinisasonasianu
yi3elaisnsma q iileudeninngssuy

2. Brute Force Attacks: M3lauflagnsvnaimsianILuaunIzny

sangnees Feradululadiossuulufinnsirdindnuiunsiiaswn
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ANB5SU"Y

AT

3. Weak Multifactor Authentication (MFA): nslaianistudusnnuidl
anudaoasioluiiome wu n1sly SMS lunisiudusaaud ady
szuuiiflvadln

4. Session Management: ﬂiymﬁLﬁ'snsgaaﬁ’umiifmﬂmena%’u Fa019vh
Ty lasvasaiannsnvilmeatunienssnvoslsuneny vie
WNIINNITEUTUFRIAY

v A

5. Insufficient Account Lockout: mﬂmﬁﬂﬁﬁaﬂ‘uiymﬂﬁﬂmﬂﬁﬁmu
ATIANEILILIG SEULRANAIAAUA MU 819l luUsvasad
gnansanfiunislanfnigisnisnaassumsianulalagluivediin

]
v

wiuneslinisasieulouieanuuasnien

o

nsunladgyluiived
WunAN g UNITIEYAINULAZN1TSUTBIRInY Taudanslumalulagng
AMNUABANYUINTU LU N1TLY MFA %5805 b0350155U58982UN AL

WLINUINTU

A8: Software and
Data Integrity

Failures

AN gvasTuAURANaIAl g LIS LAY YA AN

inveyavizesannmsgnitisundamsaiaelaglulaiusyg e

swazdeansvhauiiiseseiasid

1. veunwsaslumenais: MsRANTeNALITIEvoUNNTDIe VIV
yoslmiivinlng luuszasananansnisssuunioveyalaglulady
QIVaTeT)

o w & o

2. Msgaydeveya: aydeveyadifnvsedisesveyandrfyeranindy
WennsTavadluseuunsegenmuls
3. nswdsuuvameyaiilulasuaygin: nslaudndsunUaseyai

lnelulasuounn wu n1sWeuveyaatlugiuveyanselnad

28

dn

€
22 e

an

Page 11 of 29




oy szuunuUIMIsiansaunmutiitesnsedunisiuuinis

(Enhance Debt Management Service) ﬁ'agzy’]l,asuﬁ 64006243 =

OWASP Top 10

Application 2021

ANB5SU"Y

4. mstaleuveya: NM5UAYULUAIAIYRY AT AINANTENUNDNTS

Ussinanavsanisanaulalaglulasuauge
nsas19vaNaLIsRdANUINTUAL NSHRILNYENAWITNLVBUNNTD

wevadlmevasanuluiuadunsinuvesssuuLaseys

nsIaNTsANUasnievaweniITkarveya Twtanislumalulad

wazaasnsnmnzay Wudsddylunisdesiunsgydeveyauazauly

anesvasszuvluanunsanluaafn

A9: Security
Logging and
Monitoring

Failures

AMLERANEvesRuTY lunstuiinuaznsagaumuUaniy

Y8355 UU Feaavituszuuluaiunsonsiadunsessufanssuiilumansay

y3aiinAURAUNAlUTEUUlAD 1T UNT

swazdeansvhauiiiseseiasid
PInALasalun s uiinima nisal: spuud luanunsodudin
wnnsaindefianssudiiad uluszuulnessnseuagu virlnla
ansansaeuns eiesgnAansaudidusunselaon e
Usgdnanm
vaunnsaslunsnsaunisdnunisianizresnisland: ssuudily
ansoandusarnenumgmsnifienadunislanfviefansud
Aeesiuarusiupsosszuy
vounnsadlunsuasieumnnisal ssuuiiluamsonaiiouygua
suuvdenlaifenvesdefamgnsaiiddyviodusunme
YoUNNTaslUNIIAIANNIEUYIL: NIVIAANAILTTlLNTS
AuAuNTTsaznssaliasufinuanisal dsonavinlugly
UsvanAranansaiauazunlveyatufinimgnisaila
vounnsesluntsdaifivreyaimgnisa: mstuiinveyamnmsnila

Weanevselunsounau Feo1vvinluluaiunsadiveyalnnnisain
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Twrsizunsolelunisnsiageualinud unswesssuulaoe 19l

Ysgansnn

nsunladynintunnuaiusalun1suinuasn 1980 unI
Uaoniuvasseuu swdansivimaluladuaznisasisuleguiemangau 1oy

asdAylunislesiunislannazShwinnudunswesssuuhossmeiiles

A10: Server-Side

Request Forgery

AdeIAgIvesiunstauRyluUsyanRaseAIve (request) 1
augsineswalinnsUsztanadveliululudsiies Benwilbninua
nsgnudulunszase sudanswifwweyanelussuunsessuuiieyly

sev1en1gly BIen1slanAsy § NNEIveiuNITI0eMNHUTINIDS

S718aLLPYANTITVININUYT AL0 DI1AFINDINTSLAUAAGNATALUNIT
A49A1U9 HTTP A4 URL 1% tUFansnennslutasevranielu nsanisly
TUslnmeanisonusaasrvatiavinanunislunseudsuesnluaiswinale

NIUNTBUBN

N15UB9 U A10 @111509lAlAENISASIVABULALNTDIANVDTI AID
W50 WaENISIBNISAIUUATATINALUNITEIIDINTNYINTIEAUTEUUN
g99u Hunsnslynisasiaasunazassiuiinimensaiionsiadunislaud

meAsillaegnaliussansnn
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ANS1N ¢ 7 ALYV BNLNEIUBINU Common Weakness enumuration

#2v8 CWE Top 25

AN95UY

CWE-79: Cross-site Scripting (XSS)

goslmilinanmslunsivaeuveyaniuwanneuily
WAAIHAUUMULIU YinluplanRanunsaunsn script iviu

dunsele

CWE-787: Out-of-bounds Write

MaTeuveyaiuvaUAYaY buffer NAas3LI 819

TAnnsyiauiianaavsegnivlunislaufssuy

CWE-89: SQL Injection

goslyinAnannislunsiaaeureyaiisulvINIney
Wldlalu SQL command vinluglaudanunsawnludnds

saL la

CWE-352: Cross-Site Request Forgery
(CSRF)

PR

mslaudnvaenivylyd login agvhamdsnluladslalag

Lygen

CWE-22: Path Traversal

goslvneygwlvlandiunialrlavielasnnes

YONNLRINNNANUA LD

CWE-125: Out-of-bounds Read

MIoVBYANUYBUAYEY buffer NTAaTSLY 913vIIn

Anns$lvavesveyavisessuvay

CWE-78: OS Command Injection

ol vglaufanunsaunsnAdeves

sruvUuRnslanumseundadu

CWE-416: Use After Free

nslwau memory #ign free Tuan evviilniin

noAnssuntuAnAnrsagnlylunisloud

CWE-862: Missing Authorization

NNSUIANITNTIVABUANS LUNISLUDMSNINTUTO

Wana

CWE-434: Unrestricted Upload of File
with Dangerous Type

mseugnlrsUlnanlnanidusunselaglusinng

A59ERUUsELAN A

CWE-94: Code Injection

goslmfviluglaufanunsausnuas sulaaidu

dunsele

CWE-20: Improper Input Validation

mﬂummaaummgﬂmawawagaﬁ%’uLsmm

CWE-77: Command Injection

NSUNINAEITLIUSUATIHUNG input VBILBUNELA

o

vU

CWE-287: Improper Authentication

N39S FRUMAUN LN aUTS o LaLNeIne
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#2v8 CWE Top 25

AN95UY

CWE-269: Improper Privilege

Management

nsdansansnlumnzay onvilvledidnsunniuly

CWE-502: Deserialization of
Untrusted Data

msulasweyanluwifetiendudu object aaulug

ns5ulaeiidusunsie

CWE-200: Exposure of Sensitive

Information

=

madamevayaiazidenseulniuynluiians

CWE-863: Incorrect Authorization

MInTIvERUAVELIgNABY

CWE-918: Server-Side Request
Forgery (SSRF)

goslvnvilvlauanansaedul server asinvaludl

Yanenanlulessls

CWE-119: Improper Restriction of

Operations within Memory Buffer

N15317RN1579 U8l memory buffer Nlausngau

CWE-476: NULL Pointer Dereference

n151ds pointer Aflaidu NULL vinlwin crash wse

noAnsIUTluAIAAA

CWE-798: Use of Hard-coded

Credentials

15l username Wag password Nangeglulan

CWE-190: Integer Overflow or

Wraparound

mMsauvesiardwIminioalugnginssuiily

ANAR

CWE-400: Uncontrolled Resource

Consumption

mslandnensiluinisaiuau 913vilwin Denial of

Service

CWE-306: Missing Authentication for

Critical Function

NNSVINNITATIVABUFIAUE NS UNINTUNEAgy

3.2.3 CVSS Score

CVSS (Common Vulnerability Scoring System) ﬁaswumLLuummgmé’m%’UUixLﬁumm

suussvesrasly Tneflsnsuuudsdl
None: 0.0
Low: 0.1 - 3.9
Medium: 4.0 - 6.9
High: 7.0 - 8.9
Critical: 9.0 - 10.0
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(%
v =

wunewe: CWE 1dunisdamnnydszianaesyedlm lulvwestmianizianzas dsiudsluiazuuy
CVsS fime unardivasezuuuiinuvesluunazUssinm Tasaguuu CVSS Aunadasgnimualniy
CVE (¥aslmianng) usazi

3.3 Lw‘%nsﬂmmwani:muLLa::m'mﬁw::Lﬁu (Impact and Likelihood Matrix)

1M I§7U OWASP Risk Rating Methodology standards (https://owasp.org/www-

community/OWASP_Risk_Rating_Methodology) gnlulumsiiansanuazuszifiuanuuiaziduves

winnsafiildudunsienassuumulasndy Sudmansenuiionnfaluanmenisasraitiy e
nmslainianisandannulasnderetssuuveya N153AsIsnANUIIsIdukaTNanTEN Ul

WU IRz UNaS U TneazLdsnnn LUl

3.3.1 Jadeiildusafiunansenu (Impact Factors)

NMTIATIEVHANTENUYBEANNAEYNANTUNTTluA Tanatla uay "B9g3Ae" Msin
AYLUUNANTENULATL

M1517 1 8 AzuuuvaaNansEnulunu Banada" wag "LTagsie”

LEUNNANTENU UYNUAZLUY

1. YadevasnansznulBanaa (Technical Impact Factor)

nmsgeydeveyaidunnudu | 2: veyaiiluddyidnuesgnidame
(Loss of Confidentiality) 6: voyafidfnanuesrseveyaitudAguingnidaume
7: veyanddyanngndaue

9: vayavavuAgnIdaLHe

msgydennuaNyavieny | 1t veyademeifivadnuos
undofievoseya (Loss of 3 Yoyademeesuusaisndnuas
Integrity) 5: veyadeveaiiisndnuasesnn g
7: Yoy Al devnEeE 1 TULII0E 1NN

9: YayaavHALEYEIvLA

nsaydeAunseslvy 1: Services gnugatIATILiBnaNURY
(Loss of Availability) 5: Services gnvigntIATILiBnaNURY Y30 Services gNYYn
FIAT179819NI9VIN

7: Services Qﬂ%&!ﬂ%’)ﬂi’]’]@ﬂ?ﬂﬂ’)’]ﬂ%’ﬁﬂ
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bNEUNNANTENU

NYIUAZLUY

9: N Services gaysdeluaeaauysa

nsgayiduAuTuRnYeu

(Loss of Accountability)

1: @U150RAAUF AT aNLA
7: 91992ANUTORANUF LA

9: luanunsaszuinursadnnudale

2. Jad890NansyNuIBegsna (Business Impact Factors)

ANULEIVIENIINITIRU

(Financial Damage)

1: $UENINANTDULTUYD LI
3: fnansznusnaniilsusesdanuas

7: fuansynumemlsusednTeensitdodingy

9: ANAZAIYNITNY

ANULASVNENNATUNUTDLEE
PIDNINANW

(Reputation Damage)

1: danudsvednuos

(%
a o

4: geyvdegnAnsednfmy
5: gayidennuueia

9: UAMULEYNUMNDYDLEIINTOWUTUA

nshuuuRnungmung v3e
wleune viseunsgIuiiIvua by

(Non-compliance)

2: Mazillaieanuay
5: N5aLLANYALIY

7: MIagilinTeAugs

msazifinanuduaiuiives
UAARYIBUBYAAIUYAAR

(Privacy Violation)

3: nilaynng
5: iansouAY
7: iannuAY

9: NANATUAY
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3.3.2 Yadeiilduseiunnnuinasiu (Likelihood Factors)
Anuwazidulsznouny Jadeves "daunuyanasy” uag "sodli" N159nI2AUAINLITLY
WOudidisil

15197 : 9 Azwuudadeves "Munurdanasy” wag "vodlm' Mlyusuduanuunazdy

mammwm%l,ﬁu UyuAzLuY

1. Jadgvasiiununanaay (Threat Agent Factors)

seAUYinwy (Skill Level) 1: lufiviwesmameda

3: UNTInwEnIumAlla

5: wlypoufiamessduiugs

6: inwrlumuaiovneuarTusunsuii

9: INWLN15:1LITUUANNUADANY

WigNarsenyeming (Motive) | 1: mosnissneiadnueevialunainis
4: ppan1sneiandulule

9: MBINTINIATUES

ToNavsanIuN1SUTIEeNe 0: MBINTTNTRIWIIVANTBNTNYINTNTAG
AN 4: MBINITNTVIDINLAYIDNSWYINSNLAN
(Opportunity) 7: ABINNTNNTUIDUNAIUNTONSTNEINTUNUTLAN

9: lMDINITNTWIDINTONS NN LA

YUIAveINANKlIVTeRNeIve | 2: thimuvseyguaszuy

Wudmevesnislaninie | & wlangludumsiin
nMsvianegseuy 5: NTNLUDT
(Size) 6: Wlanlasun1snsiaaeudns

'
A

9: ylydumesiininluseyd

2. Jadpvesweslm (Vulnerability Factors)

ANnunelunsaunuelm 1: ievasdulululavseianueinuiniasvilaluaniizdni
(Ease of discovery) 3: 870
7: 918
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(Enhance Debt Management Service) ﬁ'ﬂgzy’uasuﬁ 64006243 =

wnasmauunazdy fonuazuuu
9: fipdesiiouvusnludAnlesiila
arunelumslyvedlmmie 1: Wil amgud
FounwsaaiiolaNRsyuu (Fase | 3: 870
of exploit) 5: 98
9: fipdesilouvusnludAnlesiila
AuRszminluEesany 1: g
ﬂaamﬁmaq{aga (Awareness) | 4: laidame
6: Ualau
9: gituitly
NIATIRTUNTYNSN YiTe 1: psrdummmsaiiAatuiuiluweundindy
asrsumsnszyiidusune 3: Juiiniagnsiday
SYUUTBI0IANS 8: Tufinlaglunsiaaey
(Intrusion detection) 9- lallpvinnstiudin
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(Enhance Debt Management Service) é’zyzynasuﬁ 64006243 =
3.4 53AUNNSINOUAUAMULEBY (Risk rating level)

3.4.1 ﬂ'J']SJEULLNTJEJ\?ﬂ’J']&JLﬁIEN (The Severity of the risk)

nsUszdliumnusidulasnsUseliunan senUasUseilus AU DATIUAU UL
Tngsamvesmnudsstl msviivuiagyilaenisinunanuuasdulissdui nans w3oge wazi

WULALINUFINSUNANTENUMIEY  LNAUNAISIAAZLUUTEAU O D9 9 gmmaaamﬁuammué’aﬁ

seduamuwaziulazanseny
0D9<3 #i (Low)
309<6 nae (Medium)
6099

ANS IAAZLUUAINULE B9 NA1UIIAENITA

Y

o

AINANTENULAYAIHU12 T U UaTIARNA 9
ﬂ%LLuu%%i‘]ﬂﬂ’mwﬂ@ﬁJLﬂm%éj\‘iﬁ:
High Medium
9]
8 Medium Low Medium
£
Low Information Low Medium
Low Medium High
Likelihood
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(Enhance Debt Management Service) é’zyaunl,asuﬁ 64006243 =

3.4.2 AINNAAUVIINITINTUAUAIULEBY (Risk Rating Definitions)

STAUAULEES

geunn (Critical)

Yrunany (Medium)

A1asu1e

FYAUAIUTULTS "gasnn” Lﬁuisé’w’uﬁaau%’ulaﬂmyl,t.axmiﬂmammSLLfﬂu"Lsuﬂ'z:ngma
it ilelnaudeseglussduiivousulamulovisuasinasmaniuaraasnsty
maa%@ga‘uaqmﬁm LLasLﬁaammmLﬁelwiywummﬂaa@ﬁ’%m%@gaswﬁamwé’u
mwauyiiﬁ wazAunseulyy muﬁammi”vﬂmﬁa‘lﬂ,uﬂwmiiquqﬂszaqﬁsum
peans Ay M3ty Feides mudulunuveimun wazauudiusa

VIYAAR.

spduANguLse "9 iluseduiiveusululaazasfinnsanmsunluveunwsesiag
iarlglunisufoinslussernafimzay wasdanmsanudsdroglussdui
sousulamulounuazanasmIniuaiulaonfuvesteyaetanns iieanaany
Aosauanuuasnfovoevoyasmdanudu Arugnaes uazaunsouleay
sufenuiuiinveulunisussqingusrasaretesans Madiiueu n1sdu Jeides

audulymuverinue wasanuduaiudivesyans.

FEAUANLTULTS "Uunany’ msﬁmimwﬂﬁLLfT"LEUGﬂyaUﬂwﬁanLLazﬁmﬂ“ﬁlsLumwﬁﬁ’a
mEﬂuiwzL’JawﬁmmmumuﬂwwLLaxmmmmemmﬂaamﬁwaﬁaaﬂamm
anﬁﬂﬂﬁaammmL?ﬂ'&JWﬁyﬂummﬂaamﬁmmﬁmﬂamuﬁnmma“’u mmqﬂé\uaq way
Aunsaulsey 33115@mm'?Uﬂmﬁauiuﬂﬁmsq’ﬁ’mqﬂizaaﬁmmmﬁﬂi Msaiiuay
n193u Foudes anadulunuveriinue uazaruduaufvesyans oendlsfini
miﬂau%’ummLﬁﬂaawagﬂﬁawsmw LLazﬂaﬁuL§BQﬂaiQﬂﬂaUQuLﬁaﬂaqﬁ’ﬂﬂﬁlﬁmmﬁ

ingulvaseauiieensulula

FEAUAIUTULTS "A1" AIsARIsaIMsvinsunletiudidnduniely viedndulad

%SS@@J%UF]’J’WJJL%ENW]MUIEJU’WEJLLﬁSll’W]Sﬂ’]ifﬂ’]u@??ﬂﬂﬁ@ﬂﬁﬁm@ﬁ%@ﬁﬂa‘ﬂ@ﬂ@ﬂﬂﬂ'iLﬁ’e]

v v

# (Low) anANudsInuATIUaenfuvesteyaTINEIA Ay AIgNADe uazAuNgDNlY
s smdanufuiaveulunisussg iagUszasavesssnns msiuiueny nsiiy
Foudes arudulumuretmun wazarnuduausvesyaea

— "auouuy’ oTafinisimL LA TN seamUestuAuninevoya

LI

(Information)

Y9303AnIN 0l el Tueg funsiiagnvesesansiivatudadeiiinananiny

auvnauNaTawUdmIUNINIEINsunlunely
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unil 4 ayuvedlnininsiany

£% (%

(Enhance Debt Management Service) ﬁ'agzy’]l,asuﬁ 64006243

22

WveilagninyduiiausseieaiuvesmfinsanuwasAudsnine1veluseninems

NINAADULANZTZUU Fedisanaluil

15199 : 10 a5UYeMINIATINUIINMTLTLUULAEANULAITINL VD

ID

Vulnerabilities name

Risk

Fixing Status

Remark

N15NAEDUUITAN VULNERABILITY ASSESSMENT ¥a4 OPERATING SYSTEM

1

asaanuiinasly RHEL kernel package 7

TuswenluesasU1mung

Jalpansunla

N1snadaUUITIN VULNERABILITY ASSESSMENT @4 IMAGE FILE

Tunuvalm
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(Enhance Debt Management Service) ﬁ'agzy’]l,asuﬁ 64006243 2

UNY 5 519a2198AVIYBILNINAISNATBUNIVRIINA

vellgneenuuuiuiiemiiveyaiidussazidenneiunanisnsianunseuiuaiugiiily

SNk WBLESUAS19ANUUADANBYBITEUY

5.1 M523NU3NT5M RHEL kernel package #iludwianluiadaauvinng

NaNSNAFaULYN

Bnsunly FTAUANMEEY | d01usYasivia | Nsnewme

S1AN Version RHSA-2025:19409 Tngunisunte

ﬂsztﬁu%’amwwuLLazwanisz

CVE-2025-39702 - IPv6 SR MAC comparison timing issue
ﬁiyﬁﬂuéﬁu%ﬂ IPv6 Segment Routing fiiUSeuiflounn MAC address landu constant time t}ﬁf«ma
ansnsolanailumanauauss (timing attack) 1 key vioveyaunsala
CVE-2022-50367 - nilfs_mdt_destroy use-after-free

\Anlu filesystem driver 84 NILFS (New Implementation of Log-structured File System)
Wandu nilfs_mdt_destroy() ma]51aﬁwﬁwmmﬁwﬁlqﬂﬁuﬂlwLLaya — kernel panic ¥39 code
execution
CVE-2023-53494 - crypto xts handle EBUSY error incorrectly

11 crypto subsystem (xts mode) ludAn135 error EBUSY aéwgﬂﬁ”amaﬁamaﬂ% key %138
buffer fin silnnsinsiaeyalivaeade wioszuuammaila
dyunansznu

STUUTISU kernel ostunaz \avosnlaufinennusuay timing leak luunansdl 819
Setwvinlmaios crash wiosulandunsteuy kemel space o lufiwatanny RHEL winfu — Oracle

Linux, Rocky, Alma il kernel Wenfunlasuransenuaig

9 wWrunefinsenu

(1) |172.26.181.23
172.26.181.28
172.26.181.86
172.26.181.87
172.31.181.28
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(Enhance Debt Management Service) ﬁ'zyzyﬂl,asuﬁ 64006243

24

=D

WnyennseEnu

172.31.181.29
172.31.181.82
172.31.181.149
172.31.181.204

STAUAIULAYS

STAUAINULEES

AUUISTY Urunanq

WaN3IENU

91999

CVSS v3.0 Base Score: 7.8

CVSS v3.0 Vector: CVSS:3.0/AV:L/AC:L/PR:L/ULN/S:U/C:H/I:H/AH
CVSS v3.0 Temporal Vector: CVSS:3.0/E:U/RL:O/RC:C
CVSS v3.0 Temporal Score: 6.8

CVSS v2.0 Base Score: 6.8

CVSS v2.0 Temporal Score: 5.0

CVSS v2.0 Vector: CVSS2#AV:L/AC:L/AU:S/C:C/I1:C/A:C
CVSS v2.0 Temporal Vector: CVSS2#E:U/RL:OF/RC:C
CWE: 208, 416, 664

RHSA: 2025:19409

CVE: CVE-2022-50367, CVE-2023-53494, CVE-2025-39702

ANa5sU"Y

LNHLAL

https://access.redhat.com/security/updates/classification/#moderate
https://bugzilla.redhat.com/show_bug.cgi?id=2393533
https://bugzilla.redhat.com/show_bug.cgi?id=2396114
https://bugzilla.redhat.com/show_bug.cgi?id=2400777
http://www.nessus.org/u?928822f0
https://access.redhat.com/errata/RHSA-2025:19409

Auzinlunswily

A1B5UY

Update the RHEL kernel package based on the guidance in RHSA-2025:19409.
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http://cwe.mitre.org/data/definitions/208
http://cwe.mitre.org/data/definitions/416
http://cwe.mitre.org/data/definitions/664
https://access.redhat.com/errata/RHSA-2025:19409.html
http://web.nvd.nist.gov/view/vuln/detail?vulnId=CVE-2022-50367
http://web.nvd.nist.gov/view/vuln/detail?vulnId=CVE-2023-53494
http://web.nvd.nist.gov/view/vuln/detail?vulnId=CVE-2025-39702
https://access.redhat.com/security/updates/classification/#moderate
https://bugzilla.redhat.com/show_bug.cgi?id=2393533
https://bugzilla.redhat.com/show_bug.cgi?id=2396114
https://bugzilla.redhat.com/show_bug.cgi?id=2400777
http://www.nessus.org/u?928822f0
https://access.redhat.com/errata/RHSA-2025:19409

ADE19NAVDINITNAFDU

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

Remote
Should

package
be

package
be

package
be

package
be

package
be

package
be

package
be

package
be

package
be

package
be

package
be

package
be

oy szuunuUIMIsiansaunmutiitesnsedunisiuuinis

installed

installed

installed

installed

installed

installed

installed

installed

installed

installed

installed

installed

(Enhance Debt Management Service) ﬁ'iyayﬂl,asuﬁ 64006243

kernel-5.14.0-570.58.1.el9_6
kernel-5.14.0-570.60.1.el19_6

kernel-core-5.14.0-570.58.1.el9_6
kernel-core-5.14.0-570.60.1.e19_6

kernel-modules-5.14.0-570.58.1.el9_6
kernel-modules-5.14.0-570.60.1.el9_6

kernel-modules-core-5.14.0-570.58.1.el19_6
kernel-modules-core-5.14.0-570.60.1.el19_6

kernel-tools-5.14.0-570.58.1.el9_6
kernel-tools-5.14.0-570.60.1.e19_6

kernel-tools-1libs-5.14.0-570.58.1.el9_6
kernel-tools-1libs-5.14.0-570.60.1.el9_6

kernel-5.14.0-570.58.1.el19_6
kernel-5.14.0-570.60.1.el9_6

kernel-core-5.14.0-570.58.1.e19_6
kernel-core-5.14.0-570.60.1.e19_6

kernel-modules-5.14.0-570.58.1.el9_6
kernel-modules-5.14.0-570.60.1.el9_6

kernel-modules-core-5.14.0-570.58.1.el19_6
kernel-modules-core-5.14.0-570.60.1.el9_6

kernel-tools-5.14.0-570.58.1.e19_6
kernel-tools-5.14.0-570.60.1.e19 6

kernel-tools-1libs-5.14.0-570.58.1.el9_6
kernel-tools-1libs-5.14.0-570.60.1.el9_6

NOTE: The vulnerability information above was derived by checking the
package versions of the affected packages from this advisory. This

scan would normally rely on checking for the presence of specific
installed and enabled Red Hat repositories, but either no repositories
were found in the repository directory, the repository files were empty
or missing, or the scan account lacked permissions to access them.
Please ensure that the repository files are populated and the scan
account has permissions to examine the files in /etc/yum.repos.d/.

25
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UNY 6 NANISNAFBUNIVDIINA

] '
= a

Wveillgnesniuuiuiiielniiveyanveyaiinedfunanisnsianunsauduaibuzdilunig

wNle LS uas9PuUasnfeveIsEuU Tnalu

6.1.1 wé’ngmmima’«a loma.app.baac.or.th/e2e/m3/frontend-react

Report Summary

T T
t Type Vulnerabilities | Secre

L loma.app.baac.or.th/e2e/m3/frontend-react 12 (alpine 3.18.4)J alpine l

Not scanned
': Clean (no security findings detected)

Report Summary

loma.app.baac.or.th_e2e_m3_backend-go-api_v2.2.12.tar (alpine 3.22.2) alpine
app/main gobinary
Legend:

': Not scanned
- '0': Clean (no security findings detected)

M Report Summary:

Table Report: trivy-repo

1
2 | Target | Type | Vulnerabilities | Secrets |

| loma.app.baac.or.th/e2e/m3/report-server-api:1.0.3 (alpine 3.15.11) | alpine | (-] | -

1 (alpine 3.18

-': Not scanned
: Clean (no security findings detected)

: Not scanned
': Clean (no security findings detected)
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(Enhance Debt Management Service) ﬁ'iyayﬂl,asuﬁ 64006243

6.2.1 NENFIUNI5ATIT Baaccoreservice20251110.tar

Report Summary

get Vulnerabilities
pine

baaccoreservice20251110.tar (alpine 3.22.2)
usr/local/tomcat/bin/commons—daemon. jar
usr/local/tomcat/bin/tomcat-juli.jar

usr/local/tomcat/lib/annotations—-api.

omme/ ez | e ]
e IS 2 IR W
usr/local/tomcat/1ib/jakartaee-migration-1.0.9-shaded.jar

J

usr/local/tomcat/lib/tomcat-il8n-ko. jar jar
usr/local/tomcat/lib/tomcat-il18n-pt-BR. jar

usr/local/tomcat/1lib/tomcat-il8n-ru.jar jar
I

usr/local/tomcat/1lib/tomcat-il8n-ja.jar
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oo

(Enhance Debt Management Service) ﬁ'iyzyﬂl,asuﬁ 64006243

usr/local/tomcat/1lib/tomcat-i j
usr/local/tomcat/lib/tomcat-jdbc.jar
usr/local/tomcat/lib/tomcat-jni.jar

usr/local/tomcat/lib/tomcat-util-scan.jar

usr/local/tomcat/1lib/tomca

usr/local/tomcat/lib/tomcat-websoc

usr/local/tomcat/lib/websocket-ap

usr/local/tomcat/lib/websocket-client-api.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/HikariCP-5.0.1.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/SparseBitSet-1.3.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/angus—-activation-2.0.2.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/antlr4-runtime-4.13.0.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/bcprov-jdk18on-1.78.1.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/byte-buddy-1.15.11.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/checker—-qual-3.33.0.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/classmate-1.7.0.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons—-beanutils-1.11.0.j-
ar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons—-codec-1.17.2.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons—-collections-3.2.2.-
jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons—collections4-4.5.0-
-M2.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons—compress-1.26.2.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons—-io-2.16.1.jar
usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons-logging-1.3.5.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1ib/commons-math3-3.6.1.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/curvesapi-1.08.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/error_prone_annotations-2.-
18.0.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/failureaccess-1.0.1.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/guava-32.1.2-jre.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/1lib/hibernate-commons—annotati-
ons-6.0.6.Final.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/hibernate-core-6.5.2.Final-
.jar

usr/local/tomcat/webapps/BAACCoreService/WEB-INF/lib/hibernate-hikaricp-6.5.2.F-
inal.jar
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6.3.1 ﬁé’ﬂg'mm'im'a’«a baac-api-backend.tar and app/app.jar

Report Summary

Target Vulnerabilities
vaac-api-backend.tar (alpine 3.22.2) | atpine | 0 | -

Legend:
- '='": Not scanned
- '0': Clean (no security findings detected)

6.3.2 ¥ANFIUNI3ATIY baac-api-frontend.tar

Report Summary

baac-api-frontend.tar (alpine 3.21.5) n_

Legend:
- '=': Not scanned
- '0': Clean (no security findings detected)
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